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Studies with Scripture explaining the Covenant with Yahuah - what He expects as well as what He offers us as His children. There :
chronological studies showing when they first showed up in Scripture and with amplification of Scripture one will find a whole new k

for the Father of the Universe.
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Nehemiah %30

“However, You bore with them for many yeare. And admoniched them bg

Your Qpirit through Your prophete, Yet they would not give ear. Therefore
You gave theminto the hand of the peoples of the lande.



Donald J. Trump @ @realDonaldTrump - Oct 10, 2012

"It doesn't matter who you vote for--it matters who is counting the votes."
Be careful of voter fraud!

O 7




11 Enthéos Retweeted

A Kayleigh McEnany & @kayleighmcenany - Oct 24
BIDEN ADMITS TO VOTER FRAUD!

@)JoeBiden brags about having the “most extensive VOTER FRAUD
organization” in history 1!

WATCH K3

BID N
HARRIS

Text VOTE
to 30330

0:13 | 10.6M views
i

Joe Biden Gets Covid-19 Vaccine
- Then Awkwardly Mumbles, ‘Jill
Loves Shots..I've Had So Many’
(VIDEO)

ERS  9:09 PMET S@ S . ——
' ) y 8 December 21, 2020, 417pm by Cristina Laila 929
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9 Eric Trump & @EricTrump - Nov 7

Does anyone believe that Biden, a candidate who had a tough time filing

a room, got 8.89 million more votes than Obama 20127 This while )5
@realDonaldTrump set vote records never seen before in the Republican i
Party (achieved 7.5 million more votes 2016) and is “"down”? n

i N _.’)\

Kanekoa
@KanekoaTheGreat

/S NN , Whenyouwmarecord low
74 M|L|_|ON VOTES £ 17% of counties, lose Black &

oS Hlspamc support, lose 18/19
ERILISII Bellvcther Counties, lose
0 497 COUN}Eg g Ohio, Florida, & lowa — and
sl 05¢ 27/27 House "Toss- Ups
P — but you shatter the
) nopular vote record |

2:21 AM - Dec 19, 2020 - Twitter Web App

2
9




11 ToRE Retweeted

Gavin Wince @GavinWince - 10h
Yes - the election was a sting operation

Again, watch Millie’s playlist "Clues”

Millie & @TweetWordz have been subtly spelling it out for well over a year
@Raiklin has been posting the timeline for things to come
Don't fall for the Biden PSYOP

#FightLikeAFlynn #Trump2020

TORE @TweetWordz - 1h

Exactly. They made all states SEEM like there was a race.
An illusion of competition so they can STEALIT.
They are ALL IN.
Spoiler Alert: WE CAUGHT THEM ALL we have FLIS on every wall... and we
can remotely turn on phones LOL.
0 5
(9 Elizabeth Harrington @ @LizRNC - 1h On >
"One might also wonder why this urban blue wave materialized only in  C

close states. Milwaukee was way up but not Cleveland? Philly but not St. 8 e !
Louis?" i




COME PEOPLE ARE
NOT WHO YHOU o
THINK THEY ARE 3
You wnll be shocked
when aIl ier

11



Ted Cruz € @tedcruz - Nov 6 000

When you're breaking the law, ignoring court orders, counting ballots in
secret & threatening to steal the presidency, it's not “PA’s business.” It's
America’s business, and we have the right to expect votes will be counted (1)

fairly, (2) w/ transparency & (3) NOT in secret.
) At

4

Q) Katie Couric €@ @katiecouric - Nov 6
7 [ asked @PAAttorneyGen to respond to Ted Cruz's attacks on Philly’s
The |igh1 of uthl voting system on Fox last night. His answer:
o | “@SenTedCruz should know better. And he should also stay the hell out

: of Pennsylvania’s business.”
#Elections2020

5 ‘\.\

T1 Millie Weaver ™ Retweeted
Eric Trump & @EricTrump - Nov 5 000

Where are Republicans! Have some backbone. Fight against this fraud. Our
voters will never forget you if your sheep!

9 Ronny Jackson @RonnyJacksonTX - Nov 5

RINOs in the Republican Party need to STAND UP for President Trump
and fight back against the Democrats and their election fraud. This
election is too important! We must #ProtectTheVote

independent.co.uk/news/world/ame...

TR 0T




Shadow Late E.%

The Fake New ndusirial Complex

SHADOW GATE - FULL FILM by Millie Weaver -

ShadowGate-2.0 - Full Documentary
2020 "

(B PFCBergy @PFC40Book - 17h
: From 07-10' [ built a weapon capable of influencing a presidential election

‘ AT AR L e . A= using social media psychological warfare ([IA).
| “:,‘ ToRE @TweetWordz - Nov 27 g psycholog |

’- You've been given the knowledge with ShadowGate ... Can you see it now?

https://www.bitchute.com/video/Rat 3

)

3 Gavin Wince @GavinWince - Nov 27/

This is literally the ShadowNet in operation - management tool for
delivering fake news as revealed in Shadow Gate 1.0 & Shadow Gate 2.0
twitter.com/DanScavino/sta...

i
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Shadow C.‘:ate E
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Rundown{of{Shadowgate]

A
©

. L : \‘
f
ShadowGate 20.- Full Do
¢

ttps://wearethene.W§/notable/130563

I * ) ‘
Thelfirsti2iminutes gives you a
goodoverwew of the mformatlon

prowdedﬁln the fuII video and
names the ppl and organizations

discussed and their role'inithelantiz,
Trump coup.

i

Umenta ry

SHADOW GATE - FULL FILM by Millie Weaver -
2020

TheltwolwhistleblowerslarelBergyfaniiTg
expertiwholhelped|createdjthelsoftwareiforg
General'Joneslandjiorelwholwaslhiredlby

John Brennan'to'providefconcepts'for
slocalization” - theories for definitions and
Selectionjof,the potential target (individuals,
groups’icountries) and what key information
wouldl|belneeded to “get inside their head”

) X i d'workiwithlalgorithmsitoldevelopjthe
- What |s‘called.ShadownNet is/was a L - e
commercialized softwars‘frq’r.n a tax-payer- softwarend Contiolitheselindividualsy

“funded military psywar, projectiusing ' :
Interactlveﬁn—t%-r'ﬁet Activities (IIA).goal Fake news, dossierfetclalllattributesiofi Az

is the collectionlofidetailed personalldatal
about everyone; includinglweakipoints®

triggers and fears that will allow'“war,

P vflghters” to manipulate any targeted
in

dividual/groups using this information.
R )y o




SHADOW GATE - FULL FILM by Millie Weaver -
2020

ShadowNet!

) :
- This development of “behavioral

| profiles
used to manipulate the voterslinithelelection}in

Afghanistan for example!

'/ John 0. Brennan
(Obama Campaign 2008)

iThelmassive collection of US personal data by
NSA'was arranged by the then Director. Gen
Michael Hayden (has been reported by Bill Barack Obama

INEY and colleagues CiL(_)‘baI surveillance : .
whistleblowers):

- Brennan autho?i%gj Snowdenitolcreatelal
“bridge” between the NASA’slinternet/data\flow;

and send to private servers that belongedjto]his
company, so every piece of information
chllected by NASA was also sent to Brennan &

Jones forisrﬁ'downet & associated companies.

)




Rundownlof{Shadowgate;
X for

ttps://wearethene.W§/notable/130563

X

ohniBrennan and his network of com‘pames helped(©bamalgetielectedlusingjthis;

| “Internet Influence Operatlons”
Pplinamed|include General Jones,and his son, Jim JonesAGen]Hayden® GenlMcChrystal®
John Bren'nan &redactedidwho]may,or may not be Admiral'McRaven®

SHADOW GATE - FULL FILM by Millie Weaver -
2020

- Discusses changes to thelSmith:MundtiModernization Act 2012 that had previously
banned Govt propaganda in the'USI(allowedother{countries) now allowed social media
influencef=]IIA"

- The mostrecentiversion |s Clear force and mdmdualsand “monitoredidinclude
Journallsts entire news organlzatlons Senators, congressmen &Iprobablyj/everyonelelse™

- discuss role'of/cellphonesi&luselofillAliniriotsi=iBergy,talks about IIA'source traced to
Ukrainelin|BL'M/MichaellBrownlriots:




Dem PAC to use anti-terror 17
technology to counter Trump’s ”Ew y 0”’( p asr
campaign messages = @

By Mark Moore May 4, 2020 | 12:21pm | U

A Democrat-aligned political action committee is
planning to deploy technology initially developed to
counter terrorist propaganda to combat President

Trump’s campaign messages about the coronavirus
|

— an effort that will benefit his challenger, Joe
Biden, according to a report.

Army Gen. Stanley McChrystal

They will use artificial intelligence to map out
Trump’s claims on social media and then attempt to
build a counter-narrative through a network of 3.4

# million influencers across the country — even paying
Hq_irruEIee? some users with large followings to oppose the

3 .
pI'E‘SId ent. McChrystal, who was fired by President Barack Obama in 2010, told the Washington

Post that he sees no problem employing the anti-terror technology.

“Everyone wishes the Pandora’s box was closed and none of this existed, but it does,”
said McChrystal, who hasn’t endorsed Biden.

Tech expert Chiris Hougland, who received initial funding from DARPA, the Pentagon’s
research arm, as part of an endeavor to fight terrorism overseas, is heading up the
initiative.

https://nypa




ﬁ) Find Company in Taiwan Q. Enter company's name/ address/ representative's name

KEI STONE TECHNOLOGY CO., LTD.

Company Profile 77 Save to colle
Unified Business No. / Tax ID 70654375
Company Status g
Company Name KEI STONE TECHNOLOGY CO., LTD.
BEBEIRGARLS

Amount of Capital(NT$)

“kel stonez discussed. According to Tore Brennan; s{SORIlis{claim{alhackibutihave]a

& contractorjdownloadithe data he wants removed!so)i itican]belreplacedjwithinew/or
L) kg modified files later.

s IsithelKeifstonelisitheloriginal data?

15,000,000

¥

@B ToRE @TweetWordz - Dec 19

. Taiwaﬂ is to China as China is to USA
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The F-k. hl atcswhax.%

SHADOW GATE — FULL FILM by Millie Weaver -
2020

In August, 2020, Millie Weaver, American investigative journalist, was arrested at her home in Ohio
on fabricated charges later thrown out of court, while uploading the documentary she'd just
completed; ShadowGate. Reliable sources stated the arrest of this U.S. journalist was orchestrated

from a classified SCIF at Wright-Patterson AFB by subjects in the documentary.

The ShadowGate documentary exposed the use of taxpayer funded, defense department social
media psychological warfare weapons, as well as assets in senior roles across all mainstream
media, political parties & social media platforms to influence Americans.

Due to senior Democrat & Republican Congressional & Senate leaders being directly connected, it is

imperative an independent council be setup to investigate.



PFC Bergy @PFC40Book - Nov 23

4

:3 [ think most would be surprised how many US "journalist” at the highest
levels of MSN/social media influencers are MARRIED to, worked for or are

still active w/3-letter & MIC PSYOP community.

Gavin Wince @GavinWince - Nov 27 000

Its time we have a discussion about the Obama-Biden ShadowNet which is a
social media PSYOP weapon designed/deployed for election meddling -
developed to hack the minds of the voting population @PFC40Book

DoD weapon commercialized for use in the United States FFS
#5hadowNet

@ Donald J. Trump & @realDonaldTrump - Nov 26

For purposes of National Security, Section 230 must be immediately
terminated!!!

Gavin Wince @GavinWince - Nov 24 so0

& If people can't see the "chess game vs the psyop”, they're paying too much
attention to the fake news

Every psychological weapon is being aimed at Trump's base ... why?

[ turned the TV & social media influencers off days ago because they're out
of the loop.
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PFC Bergy @PFC40Book - Nov 13
How do you "launder" $16,000,000,000 in stolen voter data? To the highest
bidder's (Schiff, Rubio, Pelosi, Graham?) next election. the real voter fraud!

Remember database Maxine Waters was talking about in 2013? Was that
ClearForce.com?

Tauscher is dead now, BTW.

nternational Security Affairs until February

@ ClearForce < 0 : 2012. She then served as Special Envoy for
Strategic Stability and Missile Defense at the
Board of Directors | ClearForce State Department until August 31,2012

Honorable Ellen O. Tauscher

Ellen Tauscher

» NN
facebook Parteers With the Atlantic Couacil to
Fight Election Propaganda
ocoe

Y p
b

= < B YTWANT
o -« e

Real-Time Alerting of
High-Risk Behavior

Outside the Workplace.

ClearForce Board of Directors

General James Jones (Obama’s National Security
Advisor/NATO Supreme Allied Commander.)

A * James L. Jones lll (Dynology/Clearforce co-founder and

F L ' son of Gen. James Jones,

s G I Michael Hayden (Obama’s Director of CIA

* Honorable Ellen O. Tauscher (Democrat congresswoman

California 10™ & Feinstein manager.)

Harry C. Gambill (CEO TransUnion)

Hal You see?




Espionage Unmasked - Reality Hackers

Revealed!
BRENNAN'S CHINESE CONNECTION

THE ANALYSIS CORP, DID WORK
FOR STATE DEPT,, DIA AND FBI

AT CIA BRENNAN WILL OVERSEE
PRIVATE INTEL FIRMS CONTRACTS

STREET SIGNS NASDAQ

JOHN BRENNAN'S CORPORATE EMPLOYER
ALSO HAD OFFICES IN BACHDAD 3,150.55
5 Worldwldc 4 Firstin Busimss thldwldc 4 Flrstin auslmss Wor

]()NLS (_.R()Lll‘

THE ANALYS!S CORPORATION' I

WHERE TECHNOLOGY AND INTELLIGENCE CONVERGE

ZGLOBAL

GLOBAL STRATEGIES GROUP §

https://www.youtube.com/watch?v=RBBo-
- MFDK6M 22
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| CYBERSECURITY IN THE TIME OF COVID-19 | VIEW OUR RESOURCE HUB

\\. CROWDSTRIKE

GYBER SECURITY EVENTS

Information Operations across the Department of Defense (DoD) share a common requirement to leverage the Internet as a
means to understand target audiences and engage them directly through Internet-based influence operations. The vast use of the L
Internet and it's social networking capabilities makes it a rich source of information essential for 10. However, many DoD 2 [] 2 [:]

elements lack the proper tools to safely engage via the Internet as the NIPRNET typically blocks access to social networking sites,

chat sites, and other sites deemed “high risk” from an information assurance perspective. This makes use of NIPRNET to support

detection of activities of interest and data mining for 1O situational awareness close to impossible and at best, a significant ville

challenge. The Dynology created ShadowNet supports the IO mission by providing secure, unfiltered, and anonymous access to AT & W\ [l |

THDEAT MUNTING 24XZ

the World Wide Web. > Ml W 1757/22:06 Lo B < ) M

Dynology's customized security solution, ShadowNet™, protects organizational assets and resources while working online. Our
solution leverages virtualization technology from leading providers like VMWare and Citrix to safely separate internal corporate
networks from the dangers of the Internet providing a safe “sandbox™ with which to conduct your Internet activity. ShadowNet
sessions are safely isolated, but accessible from your desktop.

ShadowNet™ desktop connections use secure encrypted
SSL connections to view presentation information only
(screen shots, keyboard, mouse). Desktops are automati-
cally returned to “pristine” state nightly. If a desktop is Creates a protected “sandbox” for Internet activit)
compromised, potential damage will be isolated away from Al Vira o are o e

your internal assets and contained. Reduces exposure and risk associated with Web browsing
Con

Secure, remote desktops providing unfiltered Inter
access from anywhere in the world {

dents a< thev occur. safelv separated from

e

~O-WHASTRAT
2N

rOwCacLCRD v

and Research Capabllltles

oo

dowNet whichis a .
meddling - Become a Client

a aldTrump -
or purposes of National Security ction 230 must be immediately
terminated!!! “Intelligence is no longer just stolen secrets, but W
A R the wisdom of knowledgeable ohservers. =
- = o) 17:56/22:06 cc) ﬁ” = O 3
i % o F 2
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PFC Bergy @PFC40Book - 16h
We've ALL been played by those we trusted. So many protected them from

#ShadowGate.

Where was FOX/JGI/MIC Gillian Turner yesterday evening? I'm thinking
running that IO PSYOP FOX pulled on us w/Arizona. Then twisting @POTUS
words from speech.

We could have stopped this!

t Echo Voice @ReachEchoVoice - 22h

It's not like . @PFC40Book has been warning about this or anything...
twitter.com/dnvolz/status/...

Shadow Gate 2.0

The Fake New Indusiial Complex

-

Documentary




Millie Weaver = & @Millie Weaver - 7h 000
Replying to @Millie__Weaver
What does Mark Esper and Maria Stephan have in common?

United States Institute of "Peace".

r-mark-t-otpeor

STATES

e or Prace Exports  Roglons  Issue Areas  Education & Training

Dr. Mark T. Esper

Secroiory of Defomie

Maria Stephan - 3rd

On sabbatical to focus on domestic democracy w
ooy Washington DC-Baltimore Area - 187 connections - C

5 Share This Pret the Poge

Please submit all mode inguiries 10
10 o cnl 202 4729 3869

Experience

years in the National Guard and Army Reserve

Q 25 1. 227 Q 398 T

Dr Mark T Ezper was bom on Apri 26, 1964, in Un
United States Miltary Acadomy and received his ©

Director, Program on Nonviolent Action
U.S. Institute of Peace
Feb 2014 ~ Oct 2020 - 6 yrs 9 mos

and Pathfinder training. he scrved In the 1095t Arb
with the “Screaming Exgles.” Me later commanded
Team n Vicenza, Raly. He retired from the US. Am




BPe 4 VYUNE WIWESLWUIUL * DT
' I have been saying thls all alone and the thing is the right wing media didn't
report on Maria Stephan. I've been saying what a huge threat she Is cuz she's

got an in. @realDonaldTrump Yespers house is dirty... @] ~eDept

3 PFC Bergy @PFC40Book - Nov 3

Hey @GavinWince did you know this ShutDownDC #TDS chick shown
plotting a coop against @POTUS works for @EsperDoD at some BS "non-_
profit" Institute for peace? LMAO!

I think @POTUS & @ThelusticeDept should have a talk w/Esper... Say -
11/04/20207? Perhaps w/Atlantic Council ;-) ; y

; H'a__f You seer

QAtlantIccouncll BSUES  REGOHS  MSIGHTSAMPACT  PROPLE  PROGRAMS  EVENTS Q

‘_vl'. vork T esoer gMaria J Stephan

&>
EAZ) | Yo )

—

Subscribe to our newsletter




& ToRE
6,260 Tweets
&‘ ToRE @TweetWordz - Nov 13
, & __.
“

@ LadyQanuck I} + @LadyQanuck - Nov 12 \
B3 Updated: FIRED since Monday -
O —
Mark Esper
James Anderson
Joseph Kernan
Jennifer Stewart
Mark Tomb
Bryan Ware
Valerie Boyd
Alexis Ross

What will tomorrow bring?

BOOM WEEK! 3¢
Mark Esper: Secretary of Defense "When someone |
James Anderson:Pentagon Acting Policy Chief shows you who they :

are, believe them

Joseph Kernan:Undersecretary for Intelligence 8 :
the first time."”

Jennifer Stewart:Esper’s Former Chief of Staff
Mark Tomb: Deputy Chief of Staff to the
Undersecretary of Defense for Policy

Bryan Ware: Top cybersecurity official at Dept
of Homeland Security’s (DHS) Cybersecurity
and Infrastructure Security Agency (CISA)

-- Maya Angelou



eAtlantic Council ISSUES  REGIONS  INSIGHTS&IMPACT  PEOPLE  PROGRAMS  EVENTS

Shaping the global future
together

Driven by our mission of “shaping the global future together,” the Atlantic Council is a nonpartisan

organization that galvanizes US leadership and engagement in the world, in partnership with allies and

i

pg M1
Ld

partners, to shape solutions to global challenges. Find out more about us below.

P M o 17:53/22:06 B &3
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Facebook Partners With the Atlantic Council to

Fight Election Propaganda
0000

g | -

0k is partnering with the Atlantic Council in another effort to combat
election-related propaganda and misinformation from proliferating on its

service,

y B PFC Bergy

_____

It seems every post this duly
elected president makes gets
a warning.

Funny how the owner of
Obama (& Biden's)
ShadowNet, partnered
w/Facebook & now
Facebook admits to app that
allows all the platforms to
coordinate their attack on
free speech.

" Hal Yousee?

Like it or not, facts are facts.

12,52 AM + Nov 20, 2020 + Twitter for

Android

Read More



n\’ : s v
Deep ctate plan from
infiltrated zoom meeting

P 11 ToRE Retweeted

b WeThePeople @moronmomma - Nov 12 soa
& Replying to @moronmomma and @LakeEneVike_2

b VN

We also have proof the way the elections went down was planned. Here's Tt ]
the union plans from Sept ‘ ) .
e W L - a. =& . N4 W . W ‘~
e Trump's vote relative to Biden's will never be better than it will be at 10:59 when polis ¢

the West Coast.

«  Results after that will favor Biden as the majority of the ballots remaining to be counted will be
mail and provisional. This will fuel Trump's claims of fraud which will enrage his followers.

* Recent court rulin?s that allow ballots received after November 3@ if they are postmarked ahead
of the election will be another target of fraud claims.

y o Unless the election is extraordinarily close in the tipping point state, we should know the voters’
choice by Saturday even though not all the ballots will have been counted.

e Arizona, Florida, Pennsylvania, Wisconsin and Michigan are most likely to be hot spots.

e PA, Ml and WI have Democratic governors, aggressively anti-democratic legislatures and littte or .
no experience with this much mail voting. -
ﬁ TORE @TweetWord> . Nn v 28

Florida will likely be counted first. B, TORE @Tweetw, te S WA Y

The lawsuits were 3 TRAP.
M We knew they were a TRAP.
=Johncrennan you have run f
Promrs out of corners to paint yourself into. Jones

nd Co. can't help yo
B e & J ‘ Jim and Owen pre g v o
PORAAA D * o AT
rump wi —

|( « Claim victory based on early leads and call for no votes to be counte
i
)

h B
3

Election Day, and/or

« Either claim widespread fraud or focus on urban Democratic stronghol if he is
close enough in their states, especially Milwaukee, Detroit and Philadelphia.

« Encourage his supporters to “watch” election administrators counting the
ballots.
»  What the Trump campaign and his supporters may do:
» Intimidation at counting locations and elsewhere
¢ Lawsuits
« Exploiting legal rules to create frivolous delays to the counting process

« This will intensify as ballots counted after Eiection Day will favor Biden {mail +
provisional).




Millie Weaver == Retweeted

Ivan E. Raiklin ) @Raiklin - Dec 9
They were planning the fraudulent steal back in September, folks. Are
#WeThePeople going to allow them to?

R W T

=] - T O W Aam ™ B Eum .

Millie Weaver ® coo
@Millie_Weaver

Instead of door knocking or canvassing, labor unions
that publicly endorsed Joe Biden had another strategy!

Millie Weaver ® & @Millie_Weaver - Dec 7
j Update: The Rigged Election Is A Soft Coup

.."some of the largest labor unions are recruiting their
own members to staff precincts..”

i 1T TAKES ALL OF US (mosmwor] |

FRESS RELEASE

AFL-CIO Endorses Joe
Biden for President

CORONAVIRUS
Labor Unions Plan To Turn Out
An Army Of Poll Workers For
The Election — f v =

. ysairmc A — ; 63 Millie Weaver ™ & @Millie_ Weaver
N 0 & huffpost.com Update: The Rigged Election Is A Soft Coup

& pscp.tv
et secton e or s v oc - G [*) ¥ PN
¥

' E !
VR 24V
N \ ¥ L ‘
4 -I {J‘ vlv e ’ ~‘ ’ .

kicking their canvassing programs into high gear
right about now, sending members door to door

to talk with voters. But the coronavirus has made

labor groups are diverting some of that energy

Ly () RSN |,

and resources to the poll worker cause.

this election anything but normal, and unions are "Nith COVID, door-to-door has gone by the
changing their game plans accordingly. wayside. So this is how we show up for the

mamant ' eaid Michaal PBadbarrar wiba lasAde

10:30 AM - Nov 10, 2020 - Twitter for iPhone

(NS



Millie Weaver ™ & @Millie_Weaver - Nov 10
The American Postal Workers Union publicly endorsed Joe Biden for

President in June of 2020.

So is it any wonder we are now hearing about mail tampering and election
fraud being done by post masters and postal workers? 2

APWU Executive Board
Endorses Joe Biden for vEnvmoDy

. RAYMOND hulu
President

\, James O’'Keefe @JamesOKeefelll - Nov 6
’ BREAKING: Pennsylvania @USPS Whistleblower Richard Hopkins Goes

Public; Confirms Federal Investigators Have Spoken With Him About
Postmaster Rob Weisenbach's Order To Backdate Ballots To November 3rd,
2020

£ExposelUSPS

Post Office
v istleblower
,oes public.

M veritastips@protonmail.com  #MAILFRAUD




5 Tommy Sideburns @united_ UK - Nov 6 000
BREAKING: DOJ Arrests U.S. Postal Worker Caught at Canadian Border With

Stolen Ballots In Car Trunk. justice.gov/usao-wdny/pr/p...

"a:" Postal Worker Arrested And Charged With Failing To
Deliver Over 800

DEPARTMENT &’ justice.gov

o "JUSTICE
£ Frank Wright
Yesterday at 10:29 AM n

Isn't the Transportation of Federal Mail in a privately-owned
vehicle against the law? Strange to see this yesterday in

NW Phoenix! Especially with the Biden sticker! Wy

+® tenn|Patriot]essee™
@Philzlike98

@TweetWordz a friend just

sent this to me from Phoenix
‘;)'71

10:46 PM - Nov 4, 2020 - Twitter for 1
37 Retweets 11 Quote Tweets

O (& v,

== ttnanatriotlesse... 1
Replying to @Philzlike98 &
Biden sticker on the tanlgate lol..
open air boxes bungee corded to a
pick up... NICE

7~ - f
" e BN
l\‘-,) = l' | \_/ “

Maddy nads . 23011 <« 2m ©0e

Ii._-,,u,iuu to @Phiiziike98 and

Twex ‘:I‘.A.'f NQ7z
Se_nously how can we trust any of B o Boyse
this??? S

L I




Tl ToRE Retweeted
e ToRE @TweetWordz - Nov 11 000

-

.
’ WE CAN STILL TRACK YOU. YOU CANT COVER UP THE TRACKS WE ALREADY
HAVE. YOUR "HAMMER™ IS NOT FULL PROOF. #GOTCHA &

‘ Food Czar-Elect Ice Age Farmer ¥ (same @ Parler) @.-Nov 11

Substantial connectivity problems across major internet
providers/services.

The Iigh1 JL AR i (Kill switch going in? Like the late-breaking updates to Dominion boxes?)
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ToOoRE @TweetWordz - 4h o0

Want to know about the "Hammer"” and who is behind it?
JOIN LIVE NOW
youtu.be/hL3WDOxz|r8

QO 14 I 117 ) 208 R

TOoRE @TweetWordz - 4h 000

Have you WATCHED SHADOWGATE? /)
Why is it important? )

They are responsible for stealing the ELECTIONS.

0 Andrew Follett @ @AndrewCFollett - 8h

It is pretty clear that something EXTREMLY SUSPICIOUS is happening in
#VAT.

The vote count is GOING BACKWARDS so it looks like @NickForVA is
having this election stolen.

Left is "current” count. Right is "old" count which had 100% reporting.
Show this thread



T1 Gavin Wince Retweeted
-4

— s ToRE @TweetWordz - Dec 7 ooo

" Who would've thought U1, Haiti, corruption and more would come out and
' play during this POTUS control game? #lLogicalThinking

T1 ToRE Retweeted

ﬂf’f_‘ ToRE @TweetWordz - 13h 12/23/2020
,- #FunFact did you know in 2014 we gave Ukraine all that money to "HELP"
with the elections. In fact, SCYTL got a contract with them- we the people
paid for- and that year their elections LIKE ours-stopped counting only to
resume with a WINNER that wasn't winning. #DejaVu Dominion

@ shaka shakur @ @ShakaThaGod - Nov 13, 2019

2014 post...I've been following the Ukraine and Obama administration
corruption for years...Ukraine is my baby as far as me researching and
knowing
A | S .
&," ToRE @TweetWordz - 5h
’ We knew this.... Only those that watched shadowgate understand how
terrifying it is that they have the Hammer.

@ Prc Bergy @PFC40Book - 15h
Sidney Powell says at 42:25 mark in Bannon/War Room interview the
Hammer was moved from gov facility to MIC. Please tell me a more likely
candidate than ClearForce.com? Owned by Generals' Jones/Hayden - :
built from iPsy/ShadowNet core!!! : . r

Hal You see?
But what do I know? LoL




Millie Weaver ™ & @Millie__Weaver - Nov 6

Ever single state that froze on election night, expelled GOP poll watchers,
and slowed their count with magical one sided ballot dumps has now
flipped for Biden.

And they expect Trump supporters to just accept that.

We will not!

W Millie Weaver ®_ & @Millie__Weaver - Nov 11
"’% y BREAKING EXCLUSIVE: Open Records Request Finds NO INVOICES OR
‘ WORK ORDERS on Reported Election Day Water Main Break in Atlanta -
Here's What We Found...

BREAKING EXCLUSIVE: Open Records Request Finds NO INVOICES OR ...
Wh appened in Georgia when the water main reportedly broke

e election count state? On election night in ...

pundit.com




Daily Caller € @DailyCaller - 1

Nevada GOP Claims To Have Found Over 3,000 Instances Of Voter Fraud,
Sends Criminal Referral To AG Barr

Nevada GOP Claims To Have Found Over 3,000 Instances Of Voter Frau...

1M T rcd = . n ac Of voter

Election battle continues as AG Barr authorizes
prosecutors to investigate voter fraud claims.
Nov 10 2020

B “...clear and
apparently-credible
allegations of irregularities
that, if true, could potentially
impact the outcome of a
federal election in an
individual State.”

 WILLIAM BARR

Py sfumao OVERNIGHT

%  ELECTION BATTLE 3 38
P . AG BASR AITHORZES PROSECUTORS TO MVESDEATE VOTER FRALD CLAMS s

v . NUHERS CDC URGES AMERICANS TO CELEBRATE THANKSGIVING ONLY WITH PEOPLE IN YOUR HOUSE)
_m“\;.'\" Mo o

~
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US Attorney General finds “no voter fraud that could overturn
election”

: "To date, we have not seen fraud on a scale that could have effected a different outcome in the election”

% By Charlotte Krol | 2nd December 2020
T AR

RS

R 4 PFC Bergy @PFC40Book - Dec 3 000
N 2 I just submitted an online complaint w/FBI against Attorney General William

Barr.

In Jan 2020 Barr received a copy of my qui tam lawsuit. He rejected & DC
judge dismissed WITHOUT PREJUDICE.

Barr said no credible election influence witness has come forward. This is
false!

Eoctrorss 11 F o

4

You don’t read;the
president’s tweets?
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WlLI.JAM BARR
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| William Barr To Step Down As Attorney General
,\ il Before Christmas
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Scott Baio € @ScottBaio - Nov 5 000
Is this why she said she was confident Joe would be sworn in as the next
president? She had NO doubits....

PELOSI: Trump WILL removed from the &
White House if he loses in November,

whether he likes it or not,

aven If he has to fumlgated hlm OUt ‘ & Alpha OmegaEnergy "The Energy Kraken™ @AOECOIN - Nov 5
#Breaking #BREAKINGNEWS

#Pelosi OWNS the Software used to collect & distribute the Election
Voting Tallies & Can have a back door put in any time they want!
CONTROLS THE COMPANY, The Majority Owner!! SHE CONTROLS THE

VOTING!!
@EricTrump @realDonaldTrump @OANN @libertytarian

200000 ABEIA. PUBLICLY TRADED ASSETS AND U
A N {Asmots cummd by wpoume Whrough Biuun Famty

Cown

“You can’t get rich in politics
unless you’'re a crook.”

Harry S. Truman

What does Avid Technology do?

Avid Technology, Inc. develops, markets, sells, and supports software and
integrated solutions for video and audio content creation, management, and
distribution worldwide.



8/7/2018

AVID TECHNOLOGY, INC. (0D0ODE96841)

SIC: Z372 - Services-Prepackaged Software
State location: MA | State of Inc.: DE | Fiscal Year End: 1231

formeriy: AVID TECHNOLOGY INC (until 2009-05-05)

Business Add
75 NETWORK DRIVE
BURLINGTON MA 01803

Mailing Address
75 NETWORK DRIVE
BURLINGTON MA 01803

Ownership Iinformation: AVID TECHNOLOGY, INC.

Richard C. Blum
Born

Spouse(s)

Education

Richard Charles Blum July 31, 1935 San
Francisco, California, U.S.

Andrea Schwartz (m. 1959, div. 1977) Dianne
Feinstein ( m. 1980)

University of California, Berkeley (BS, MBA)

978.640.3241 Net worth
S uUss$ billion (2019)
Ownership Reports from: (Click on owner name to see other issuer hoidings for the owner, or CIK for owner filings.)
Owner Eilings Transaction Date |Type of Owner
CORDINER TOM 3. A. 0001742545 12018-07-15 officer: SVP of Global Sailes
Duwva Jason A 0001534001 |2018-06-08 officer: EVP, CLO & CAO
Murray Ryan H 0001591000 §2018-06-08 officer: VP & Chief Accounting Officer, other: Controller
Ruzicka Dana 0001651536 |2018-06-08 officer: SVP, Chief Product Officer
Rosica Jeff 0001566407 |2018-06-07 director, officer: CEO & President
Gayron Kenneth L 0001669102 2018-05-31 officer: EVP & Chief Financial Officer
ENNIS PETER 0001742970 12018-05-31 officer: SVP, Global Services & Support
BOGGS PAULA 0001181771 |2018-05-08 director
HAWTHORNE NANCY 0001205334 |2018-05-08 director
Daley Elizabeth ™M 0001318089 2018-05-08 director
Park John Ho 0001324918 |2018-05-08 director
Bakish Robert M 0001347876 |2018-05-08 director
Silvers Daniel B. 0001468195 |2018-05-08 director
WALILACE JOHN P 0001706331 |2018-05-08 director
AGLE BRIAN E 0001691202 {2018-03-14 officer: SVP Chief Financial Officer
HERNANDEZ LOUIS IR 0001270266 |2017-12-09 director, officer: Chairman & CEO
lowenstein Richard M 0001408162 |2016-12-09 officer: SVP Cust Succ & Prof Serv
Frederick John W. 137 4 2016-08-15 other: Former EVP, CFO & CAO
Moon Youngme E 0001331412 |2016-05-17 director
SIDI ILAN 0001673273 {2016-05-10 officer: Interim CFO & VP of HR
WESTILEY PETER 0001663979 |2016-01-06 director
BILLINGS GEORGE H 0001284770(2015-11-16 director
D B ™M ~ ATE 0000847242 12015-10-09 10 percent owner

Blum Strategic GP III, L.L.C. 0001327007 |2015-10-09 10 percent owner
Blum Strategic GP IV, L.L.C. 0001420349 |2015-10-09 10 percent owner
BCP IV AIV A, L.P. 0001652604 |2015-10-09 10 percent owner
BCP III AIV A, L.P. 0001652608 12015-10-09 10 percent owner
GAHAGAN CHRISTOPHER C. 0001468883 |2015-05-24 officer: SVP of Products & Technology
Glover Lawrence 0001443537 |2013-05-249 officer: VP of Corporate Development
BLUM CAPITAL PARTNERS LP 0000938775 |2013-03-28 10 percent owner
SEXTON KEN 0001256979 |2013-02-24 officer: EVP, CFO & CAO
GREENFIELD GARY G 0001233415 (2013-02-13 director
Johnsen Karl E 00015602632 12012-10-15 officer: VP & Chief Accounting Officer, other: Controller
Arnoid Kirk £ 0001387796 |2012-05-16 officer: EVP and COO
MULL D I B 0001208888 |2012-05-15 director
Burke Jason 0001492485 {2012-02-249 officer: Vice President of Finance
Vedda James M. 0001512319 |2012-02-24 officer: SVP of Worldwide Sales
Greenberg Ronaid S 0001500638 |2011-09-07 officer: SVP of Worldwide Marketing
Parisi Paige 000136413512011-03-03 officer: VP & General Counsel

https:// www.sec.gov/cgi-binfown-disp?action=getissuer&CIK=000089684 1

1/



Sen. iarme Feinstein (D

California’s Sen. Dianne Feinstein’s estimated 594 million net worth makes her the

second-wealthiest serving senator. Blum Capital, a private equity firm founded in

1975 by her husband. Richard Blum, is the source for most of that
wealth. Feinstein’s financial disclosure statement for 2014 revealed that she had
anywhere from $5 million to $25 million invested in a blind trust. She also had

. : e . between $3.1 million to $7.3 million in various money market accounts.
Dianne Feinstein ‘seriously

struggling’ with cognitive ., o

decline: report &

-

e Feinstein to stepiown as top

Y
[ News | .

nel after Lindsey Graham hug

dianne Feinstein to step dowr as top Democrat on
the Senate Judiciary panel after Lindsey Graham
T

by InterNewsCast @ 24th November 2020 10 ®14

T - TV Y —TTT T A
e | California Senator Dianne Feinstein said she will step down
from her role as the top Democrat on the Senate Judiciary

;'% Committee, giving up the powerful spot after public criticism Q
: of her bipartisan outreach and her handling of Supreme Court 7,-
,LY y Justice Amy Coney Barrett‘s confirmation hearings. o
o Feinstein, 87, said in a statement that she would not seek the F.

) position in the next Congress. 43

Conflict ‘ofjinterest. Q)W"r ‘1:“;? L g P 't



HUGE: Chinese Spy Rep. Swalwell |
Was Sleeping With Is Pictured
with Chinese Agent Who Spied

| on Sen. Feinstein for 20 Years

December 20, 2020, 200pm by Joe Hoft

A

QS-J GP

y‘ US Rep. Eric Swalwell Was

( Pushing Chinese Propaganda By

T‘\) Shouting Russia, Russia, Russia -
g Per China Expert Gordan Chang

ecember 17, 2020, 8:00pm by Joe Hoft 327 Comments
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One of the voting system systems in questlon IS , founded in Toronto,
Canada, with an expanded footprint in Denver, CO. Dominion Voting has a §
® rather dominant position in the electronic voting hardware market the old-fashioned
4§ way — by buying out its competitors. In May of 2010 Dominion Voting acquired all
Y the physical and intellectual property assets of Ohio-based
, which was the 2007 rebranding of Diebold Election Systems. Inc. And
then, the very next month, in June of 2010, Dominion bought up California-

based .
e —— S — —— — J— e

Dominion is used in 30 states across the US including the swing states of:
[} Nevada, Arlzona Mlnnesota Michigan, Wisconsin, Georgia and Pennsylvania.

2 IDw — . WON L~V
D0m1n10n s ImageCast Remote 5.2 web interface is remotely

¥ A

accessible.
‘
The software is from Avid Technologies Inc, and Richard C. Blum is the , ‘Y‘ff
. . . -
owner and Dianne Feinstein’s husband. -
A y 45 !
| (,https://ila?lakearns.medium.com/ Sl e«h%nc Ofda, OZD—ﬁlO 03428t3d ] (
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https://en.wikipedia.org/wiki/Dominion_Voting_Systems
https://sqwabb.wordpress.com/2016/11/07/charges-of-u-s-vote-rigging-will-likely-involve-canadian-voting-machines/
https://sqwabb.wordpress.com/2016/11/07/charges-of-u-s-vote-rigging-will-likely-involve-canadian-voting-machines/
https://en.wikipedia.org/wiki/Premier_Election_Solutions
https://en.wikipedia.org/wiki/Premier_Election_Solutions
https://en.wikipedia.org/wiki/Sequoia_Voting_Systems

Richard Blum is an Aaanerican investor and huéband of United States

Senator Dianne Feinstein. He is the chairman and president of Blum

Capital, an equity invesiment management firm. Blum’s wife, Senator

Dianne Feinstein, has received scrutiny due to her husband’s government
contracts and extensive business dealings with China and her past votes on
trade issues with the country. Blum has denied any wrongdoing. URS Corp,
which Blum had a substantial stake in, bought EG&G. a leading provider of
technical services and management to the United States military, from The A
Carlvle Group in 2002; EG& G subsequently won a $600 million defense
contract. k

T« TERERT W SO 20 S A T T el U L B WA N S T S
Blum and his wife have also received significant scrutiny and criticism due 8"

to his 7526 stake in contractor Tutor Perini, which received hundreds of

millions to billions of dollars in military contracts in Iraq and Afghanistan

during those countries’ U.S. occupation.
- T HA BN B B BN =B 2§ BN IS BN " N aw - O Twm ¥
In 2009, Feinstein introduced legislation to provide $25 billion in

taxpayer money to the Federal Deposit Insurance Corp. This government

agency had recently awarded her husband’s real estate firmm, CB Richard

] Ellis, what The Washington Times called “a lucrative contract to sell
foreclosed properties at compensation rates higher than the industry
norms.” The United States Postal Service has entered into an exclusive

p contract with CB Richard Ellis to sell buildings that currently house post

(\ offices. .
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In 2010, Dominion acquired Sequoia Voting Systems. This California-

based company is one of the largest electronic voting systems in the U.S.,
having offices in Oakland, Denver, and New York Clty

TR, TP, T o TEFT™ ™/ C£akds L™

In April 2008, competitor Hart InterCivic attempted a h{)stile takeover
of Sequoia. Court documents unearthed at this time revealed that

Smartmatic still retained some financial control over several aspects of
Sequoia. At the time, Smartmatic held a $2 million note from SVS Holdings,
Inc., the management team which purchased the company from
Smartmatic. According to the acquisition contract, Smartmatic also retains
ownership of intellectual property rights for some of Sequoia’s currently
deployed election products in the United States and holds the right to
negotiate overseas non-compete agreements.

ademieg f

S CENSTEN | and*not in dispute:



Institutions that own AVID

% Shares
Name Shares Held Out ChangeInShares % of Assets AsofDate
Goldman Sachs Asset
, 2862785 6.63% 0 18.03% 04/07/20
Management LP
Cove Street Capital LLC 2092052 4.84% -4400 2.43% 12/31/19
Dimensional Fund
) 1900670 4.40% -14980 0.01% 12/31/19
Advisors LP
-
] BlackRock Fund Advisors 1832421 4.24% 2811 0.00% 12/31/19
w4 Royce & Associates LP 1825674 4.22% -3908 0.12% 12/31/19
Blum Capital Partners LP 1555409 3.60% -4999958 100.00%  04/07/20
Acadian Asset
1228577 2.84% 191065 0.05% 12/31/19
Management LLC
| _ LETEN | aindinelt in @lis
Private Capital e P
959764 2.22% -217565 38.54% 03/31/19 =y 3N
D Management LLC oy ‘ v 7 T i
— U NI Fre. . TSN OEENETTSNs LW, T 55’ / -
Name Shares Held Out Change In Shares % of Assets As of Date e S P BN

Impactive Capital LP 3728859 8.63% 3728859 20.56% 12/31/19

Ly
: ~ The Vanguard Group, Inc. 2889155 6.69% -25336 0.00% 12/31/19
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éig Tom Elliott @tomselliott - Nov 19, 2020 =y

Replying to @tomselliott

Reporter to Biden: “How do you justify not taking legal action” against
Trump for not starting transition?

@ Tom Elliott
y @tomselliott

Biden: "I'm going to — we’'re going to impose the — we’'re
going to enforce the — excuse me, employ the defense,
reconstruct the act, to be able to go out there and dictate
companies build and do following things.”

Wilmington, Delaware
4:25 PM ET

T
"

(,OULD BE REACHED IN LAME-DUCK SESSION APPEAR GRIM com J THE LEAD
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Lindsey Graham Wants To ‘Sue QAnon’ For Inciting Viotéfige’ S 4
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By Kate Riga August 27, 2020

Sen. Lindsey Graham (R-SC) denounced the QAnon
conspiracy theory in colorful terms Thursday, calling it
“batshit crazy.”

“Well, QAnon is batshit crazy,” he told journalist Peter
Hamby for an interview published in Vanity Fair and on
Snapchat. “Crazy stuff. Inspiring people to violence.”

He went on to describe how difficult it is to tamp
down untrue or dangerous information on social
media websites like Twitter and TikTok, as opposed
to in news outlets like CNN, and suggested
removing section 230 of the 1996 Communications
Decency Act as a solution. That proposal, often
floated by conservatives, could make platforms
legally liable for content they host.

‘| think it is a platform that plays off people’s fears,
that compels them to do things they normally
wouldn’t do,” Graham said, seeming to suggest that
QAnNon is housed in a single place online. Itis, in
fact, strewn across an ever-expanding number of
social media sites and forums.

“And it's very much a threat,” he added.

l‘ute/y rtgf#

LINDSEY GRAHAM - 2016

“Donald Trump is a
race-baiting, xenophobic,

religious bigot"

“If you think Donald Trump is

LINDSEY GRAHAM - 2019

a racist, that's up to you -
I don 't"

50




As an example, Graham described the shooting at Comet Ping Pong pizzeria in 2016,
where a gunman acted on the baseless belief that Hillary Clinton was running a child sex
ring in the store’s (nonexistent) basement. Pizzagate was soon subsumed into QAnon,
which came along a bit later. “The pizza owner, under my theory, could sue QAnon for

passing along garbage,” he said. “That’s a pretty dramatic step. But the only way | know
to make people more responsible who run these websites is allow lawsuits when they go
too far.”

House results by district

With his denunciation, Graham From The Associated Press
has joined House Minority District 14 - 100% reporting
Leader Kevin McCarthy (R- ) M cnesns Wil
CA) and Rep. Denver
Riggleman (R-VA), both of 3 Matiorie Greene

74.7% 229,827
Republican Party
whom have criticized the

Marjorie
. Kevin Van Ausdal
movement in recent days. kit [G;EE -

Democratic Party A 0 -

ron cominnnn

It will also spread to Congress, in the form of Marjorie Greene, a businesswoman who
won the Republican primary in Georgia’s deep-red 14th district, all but guaranteeing
her a general election win.

“Why aren’t @Malinowski and @RepRiggleman introducing a resolution
condemning the #BLM / #ANTIFA terrorists who are burning churches, looting

businesses and destroying everything in their path on a nightly basis?” she tweeted
Tuesday, in response to a resolution denouncing QAnon.

https://talkingpointsmemo.com/news/lindsey-graham-ganon-sue-crazy >l



By Howard Roark - October 24, 2020

Dobbs blasted Graham Friday for not going after people in the Obama administration who
tried to take Trump out and for “not subpoenaing the left-wing heads of the censorships
Twitter and Facebook until after the election.”

“l don’t know why anyone in the great state of South Carolina would ever vote for
Lindsey graham. It’s just outrageous,” said Dobbs.

“This is the guy who keeps saying, ‘Stay tuned.’ He said he would get to the bottom of
Obamagate with the judiciary committee, which has been a year end a half, actually
longer, of absolute inert response to these pressing issues of our day.”
“Graham has betrayed President Trump at almost every turn,” Dobbs said.

“He has betrayed the American people and his oath of office.

“He’s done absolutely nothing to investigate Obamagate except to tell everyone stay
tuned, time and time again.
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The President did give an order right?

Hey - @DNI_Ratcliffe Find Charles Black.

He helped fund this stuff.

McCain records exist - all of this documeiited.
Get it from Owen.



Richard GreneIIQ @RichardGrenell - Nov 9

Why didn't @davidspunt say that the DOJ official who resigned over launch
of voter fraud investigation was the same official accused of targeting
conservatives with Lois Lerner at the IRS during Obama Administration?!

Seems relevant.

In February 2015, Tyler Harber, a Republican campaign manager and political consultant,
pleaded guilty "to one count of coordinated federal election contributions and one count of
making false statements to the FBL® This case, which was prosecuted by Pilger and Chiet
Mark D. Lytle of the Financial Crimes and Public Corruption Unit of the Eastern District of
Virginia, was the first criminal prosecution for campaign finance coordination between
political committees in the United States, *

IRS targeting involvement

' he House Oversight Committee learned about a database Lois Lerner, then head of the
ax-exempt organizations division of the Internal Revenue Service (IRS), shared with the
ederal Bureau of Investigation (FBI) after interviewing Pllger and reviewing emalls between
iim and Lerner. The discovery of this database eventually launched a Congressional
mnvestigation into whether the IRS was improperi argeting conservative organizations
applying for a tax-exempt status

Pilger and Lerner discussed potentially prosecuting tax-exempt orgamzations, specifically

SOcuA) eronins invnived in nolitical activity Weaks hainre the 2010 midrerm alectinns
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America's new votmg machines bring
ew fears of election tampering

y design, tens of mllhons of votes are cast across America on

machines that cannot be audited, where the votes cannot be
verified, and there is no meaningful paper trail to catch problems
- such as a major error or a hack.

For almost 17 years, states and counties around the country have conducted
elections on machines that have been repeatedly shown to be vulnerable to
hacking, errors and breakdowns, and that leave behind no proof that the
votes counted actually match the votes that were cast.

Now, in a climate of fear and suspicion over attacks to America’s voting

| system sparked by Russia’s interference in the 2016 elections, states and

| counties across the country are working to replace these outdated machines
with new ones. The goal is to make the 2020 elections secure.

“There’s a lot of work to do before 2020 but I think there’s definitely
opportunities to make sure that the reported outcomes are correct in 2020,”
said Marian Schneider, president of the election integrity watchdog Verified
Voting. “I think that people are focusing on it in a way that has never
happened before. It’s thanks to the Russians.”

.
X

)
o ()

Ve



The purchases replace machines from the turn of the century that raise
serious security concerns. But the same companies that made and sold those
machines are behind the new generation of technology, and a history of
distrust between election security advocates and voting machine vendors
has led to a bitter debate over the viability of the new voting equipment -
leaving some campaigners wondering if America’s election system in 2020
might still be just as vulnerable to attack. \
The draw of the new machines, called ballot-marking devices (BMD), is the e
promise of a paper ballot. The voter will use a touchscreen to vote, then the
BMD will print out the votes. Theoretically, the voter will look over that
ballot, make sure it is correct, and insert it into an optical scanner that will
quickly count it and save the paper in a secure lockbox. This paper trail
solves the problem of the previous system by allowing election officials to

~audit the e]ectmn

But there are concerns with the integrity of the paper trail a BMD would
create at every stage. 2 e

A
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Lawyers only/found 340, ‘v [
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First, the printer and the scanner share the same paper path. It
a voter leaves any races blank - a common practice called

undervoting - the machine could in theory autofill those races.
Neither the voter nor election administrators would be able to

detect the change. Second, the hybrid machines have a feature critics are
calling “permission to cheat”. Voters can opt not to review their ballots,
meaning that the BMD prints the ballot straight to the scanner and into the
lockbox. In such cases, there would be no way to confirm that what the voter
intended to vote was actually what was printed and counted.

Due to these problems, the New York state board of elections is reviewing the
state certification of the voting equipment. But other jurisdictions are not.

b 3 (S VOUIDIINGIR— Ny i ih. e

said, and $3bn had already been allocated to states to purchase new systems.
Now, once again, the US is introducing a new voting technology that has not
been thoroughly studied before it is purchased.
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“I think it’s premature to claim that BMDs either are the right answer or r
aren’t the right answer. We don’t yet know what the right answer is and

r
nobody wants to admit that,” Byrne said. e N




g But there is another potential weakness, too. Many BMD models on the
market print a sort of two-in-one ballot with one section to be read by
W machines and another to be read by humans.

, r
Barcodes - or QR codes - that represent a voter’s choices are printed on the
ballot along with plain text showing, presumably, the same information in a
way people can understand. When the ballot is scanned, it is the barcode

s that is scanned and counted, not the text that voters can read. If a barcode is

printed that represents a different choice, or the scanners were hacked,
voters would not know the difference.

Hanging over all of this is a question that scares many: what if voters did find
problems with their ballots? And what would election officials do if it was
found that ballots were cast on hacked machines? There may not be a better
way to sow chaos in American democracy than to force dozens of

jurisdictions across the country to redo elections.
HN VA Iy TN U AN T ST T

complaints were made about the old machines in Texas and Georgia in the
2018 midterms. Neither the results nor the machines in either election have

S been investigated.




Some solutions are being trialled. Both Los Angeles and Travis county, Texas
- home to Austin - have attempted to develop innovative voting tools aimed
at serving all voters and preserving a paper trail that can be accurately
audited. But they are rarities - and Travis’s expensive project was cancelled
and the county bought BMDs. As to the rest of the states and counties
looking to upgrade their machines, they will either have to move to paper
and pen or buy the machines currently on the market - with all the potential
flaws and insecurities.

Some states simply do not have the money to upgrade, others messed up the
procurement process and are stuck in litigation, and others are simply frozen
by politics. But in the end, there are likely to only be three states - Louisiana,

South Carolina and most of New Jersey - and dozens of counties across the
country with paperless voting machines in 2020. The problem is: no really
knows if that has solved any problems or just simply opened a new set of
vulnerabilities, masked by trust in a new system.
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Guardl anuiv the firms that own Amenca S votmg
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The fact is that democracy in the United States is now largely a secretive and
privately-run affair conducted out of the public eye with little oversight. The
corporations that run every aspect of American elections, from voter

registration to casting and counting votes by machine, are subject to limited
D state and federal regulation.

= VXK IThA~ . ™arno T TN (IXFAaEERT oW\
I'he companies are privately-owned and closely held, making information
0113011’[ ownership and financial stability difficult to obtain. The software

o~

-\~...'.4;Du1ce code and hardware design of their systems are kept as trade secrets
ind therefore difficult to study or investigate.
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| The market for election vendors is small and the “customer base” mostly
limited to North America and centered on the US, meaning that competition
is fierce. The result is a small network of companies that have near-
monopolies on election services, such as building voting machines. Across
the spectrum, private vendors have long histories of errors that affected
elections, of obstructing politicians and the public from seeking information,
of corruption, suspect foreign influence, false statements of security and
business dishonesty.

* o P TIORNE Fos Y o
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But these companles are the safekeepers of American demecracy.

A corner of the computer security world has been sounding the alarm since
voting machines were adopted after the punch-card disaster of the 2000
election recount in Florida. Now lawmakers, election officials and national
security experts are joining in on the clamor after Russian agents probed
voting systems in all 50 states, and successfully breached the voter
registration systems of Arizona and Illinois in 2016.
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Both Robert Mueller’s report and a previous indictment of 12 Russian agents

confirmed Russians also targeted private vendors that provided election
software. The Russians successfully breached at least one company, its name
{ redacted in the reports, “and installed malware on the company network”,
according to the Mueller report.

o A N TSR <V ADY Y Al Um0 )

Intelligence agencies expect cyber attacks from Russia, China and other ? |

. nations against America’s democracy to continue in 2020.

PN N X F» CTWILITMYITEAR TN M., USRIV W7
Dominion Voting Systems, which is the second-largest voting machine

vendor in the US, is based in both the US and Canada. Scytl, which provides
election night reporting and other online election management tools, is
based in Spain. ByteGrid, the Maryland elections contractor, is no longer
owned by the Russian parent company.

Campaigners say, however, that foreign ownership of an election vendor is

not the only potential security problem. No matter who owns them, voting
? machines are more vulnerable to insider malfeasance than any other sector
N

. of the election industry, and no sector has a longer documented history of
US-based ownership with clear partisan ties.



In 2003, for example, when voting machines were rapidly spreading across
the country with the help of federal funds, the CEO of one of the largest
companies and a top fundraiser for then president George W Bush said he

) was “committed to helping Ohio deliver its electoral votes to the president™. ;.,

¥} Due to that statement and a litany of other scandals - such as leaving an "
internet-facing server unprotected and revealing the source code for its y
machines or by installing unapproved software patches on its machines just [
before an election - that company, Diebold, sold off the election-machine 5

portion of its company in 2009.

' Voting machine companies have been actively seeking to avoid this type of
> scrutiny. They have sent threats of litigation to academics researching their
machines. They have also blocked litigation seeking records from the
machines when there were errors in vote counts and have lied to journalists
and to elected officials about the fact that some machines could be accessed
remotely.
¢

Oregon senator Ron Wyden, in a speech at an election security conference in
] Washington DC, said that the voting machine lobby “literally thinks they are
‘ just above the law, they are accountable to nobody, [and] they have been able

' t0 hotwire the political system in certain parts of the country like we've seen
§ 0 Georgia”.



of W < . ) 3
- ot Y ! _ p . ™ - 4 f y

s

“My view is that the maintenance of our constitutional rights should not
depend on the sketchy ethics of these well-connected corporations that
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stonewall Congress, lie to public officials and have repeatedly gouged

J taxpa}rers ” Wyden said.
l ‘ g
LYCQ 5
s ~’ ; ‘VF ‘ :

V = -
lee votmg machme vendors, companies providing voter

.-"’ v - | "' 49y .

‘ \“ - s ‘\ 0 v

LTa

,& | ¥ )

< e N 9

. /.’/ J 2 T s '
/ . g . " ‘ " 4

A A

4

ALONG ! A
; _' | ul'ﬂum

registration and election-night reporting services have their

own history with security lapses and false statements, Very

| little is known about the contracts and relationships between states and

| vendors such as PCC and Scytl that provide voter registration or other online
election services.

Like voting machine vendors, companies providing voter

‘ registration and election-night reporting services have their
¥ own history with security lapses and false statements. Very
little is known about the contracts and relationships between states and ‘r
vendors such as PCC and Scytl that provide voter registration or other online 5§ 1
election services. |



When it was discovered three days before the 2018 midterms that poor

cybersecurity left Georgia’s voter registration system vulnerable to being
altered, it was unclear whether the state or the company were responsible for
the failures. Computer security experts tested the systems of two other
states also listed as clients by PCC. One of the coding problems also existed in

North Carolina and Washington, though the way the states structured their

websites muted the potential hazard faced in Georgia.
o oM ™ol /LT LUK LN IR vy,
Information on which states PCC contracts with is hard to come by, with the §¥

best data seemingly on PCC’s own website. PCC claims that its technology is

responsible for the registration for nearly 25% of US voters.

aN ' . W EH E EEE 1 H B/ B 1T B & .
But the dominant private sector makes that difficult. Not only are the

companies largely free from public records requests, they are often asked to
investigate or police themselves, according to election law expert Candice
Hoke.

“It is unheard of, for instance in a bank, that if they have anomalies or a
potential hack that they need to investigate, that they are supposed to call
the software licensor or the software company and get them to examine their
own software and decide whether their software was hacked or flawed in
some way,” Hoke said. “Absolutely preposterous. And yet we allow that in
our elections.”




Often, counties simply do not have the expertise or funding to do
investigations, and there is currently little state or federal infrastructure in
place to solve this problem. Voters, civil rights groups and activists have
taken to the courts, but legal rules say plaintiffs need a certain amount of
evidence to file a lawsuit, Hoke said. Yet they cannot get that information -

held by the private election vendors - without a judge allowing discovery
during that lawsuit. 66

“We need independent auditing and forensics assessments and other kinds ’w

of IT assessments that are not controlled by the vendors,” Hoke said. ‘a
. . 2

| Technical Details

Analysis by CISA and the FBI indicates this actor

scanned state websites, to include state election |

websites, between September 20 and September
28,2020, with the Acunetix vulnerability scanner

AOECOINTheEnergyKrakenB... eeo l P
@AoecoinB f

Remember when #FBI& #CISA
said that Iran had not only

Hacked the #Dominion-Scytl Alert (AA20'304A) oredlers (Active Scanning: Vulnerability Scanning
Server but were using it as a [T1595.002]). Acunetix is a widely used and
COMPLETELY COMPROMISED Iranian Advanced Persistent legitimate web scanner, which has been used by
BOTNET to then hack voter Threat Actor Identified threat actors for nefarious purposes. Organizations
registration data& SUCCEEDED Obtaining Voter Registration that do not regularly use Acunetix should monitor

their logs for any activity from the program that
originates from IP addresses provided in this
advisory and consider it malicious reconnaissance
behavior.

\Q‘ b |
- o %dditionally, CISA and the FBI observed this actor
e Y
& P

in doing so, FROM THE SERVER | Data
Dominion computed the H driginal release date: October 30, 2020 | Last revised
tabulated votes on in a |
FOREIGN Country? |

Y (V]

attempting to exploit websites to obtain copies of
voter registration data between September 29 and
October 17, 202(i(Explo/t Public-Facing Application
[T1190]). This inCludes attempted exploitation of
known vulnerabilities, directory traversal,
Structured Query Language (SQL) injection, web
shell uploads, and leveraging unique flaws in
websites.




"The November 3rd election was the most secure in American history. Right now, across the

country, election officials are reviewing and double checking the entire election process prior to !

finalizing the result," the Election Infrastructure Government Coordinating Council and the m

Election Infrastructure Sector Coordinating Executive Committees said.
The group, which includes federal employees working in the Trumjp administration, added in

boldfaced type: "There is no evidence that any voting system deleted or lost votes, changed
votes, or was in any way compromised.”
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Donald J. Trump & @realDonaldTrump - 15h ooo
The recent statement by Chris Krebs on the security of the 2020 Election was
highly inaccurate, in that there were massive improprieties and fraud -

including dead people voting, Poll Watchers not allowed into polling
locations, “glitches” in the voting machines which changed...

@ This claim about election fraud is disputed

Q) 328k 11 s56.8K O 2151k T

Donald J. Trump &
@realDonaldTrump

Replying to @realDonaldTrump

..votes from Trump to Biden, late voting, and many
more. Therefore, effective immediately, Chris Krebs has
been terminated as Director of the Cybersecurity and
Infrastructure Security Agency. (AN

® This claim about election fraud is disputed

7:07 PM - Nov 17, 2020 - Twitter for iPhone @ \ W, 4
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KrebsonSecurity

In-depth security news and investigation

\
WA

18 Trump Fires Security Chief Christopher Krebs

President Trump on Tuesday fired his top election security official Christopher Krebs
(no relation). The dismissal came via Twitter two weeks to the day after Trump lost an
election he baselessly claims was stolen by ‘E-\-'idE-SpI‘E'Eid voting fraud.

By most accounts, Krebs was one of the more :lelthPnt and transparent leaders in the
Trump administration. But that same transparency may have cost him his job: Krebs’ agency
earlier this vear launched “Rumor Control,” a blog that sought to address many of the
conspiracy theories the president has perpetuated in recent days.

S
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Arkansas Gov. Asa Hutchinson confirms Biden is president-elect 12/8/2020 ABC
GMA3 WHAT YOU NEED TO KNOW '

Vgl OFFICE =
] w PRESIDENT
; ¥ ELECT

a T e S A--méi-‘- .—--—- Il I'
Governor before we Iet you get out of here it seems strange that we have to uh
so many folks we talked to republicans in particular we have to ask this question
to get you on the record to see or where you are is it time for um for republicans to
acknowledge the in fact that Joe Biden won this election and it's time to move on i
know you have said that you absolutely um you're supportive of the president-elect

getting certain briefings but do you acknowledge Joe Biden won the election and
republicans need to do the same? “Well he's president-elect Joe Biden. President
Trump can continue his contest. Many of those are very important for the future but
I've had a call with president-elect Biden. He needs to be prepared as he goes into

next year and nothing illustrates it more than a smooth transition in terms of the
vaccine distribution so we want that to-work smoothly. President Trump has allowed
the transition to take place. The plans are in place and so obviously we want
president-elect Biden to be prepared as some of these contests continue as is
President Trump's right to pursue. All right Arkansas Governor Asa Hutchinson on
the record there thank vou

e 5. N

-



Mr. Krebs said CISA’s role was to secure voting systems and to do so worked with states,
which administer elections. He said one way the agency combated what it saw as

misinformation during the election was by creating a website called “Rumor Control.” The

website fact-checked viral claims, including some promoted by Mr. Trump.

Mr. Krebs said he wasn’t directly approached
about the fact-checking statements that the agency had published on its website, but “I
understand my staff was.” Mr. Krebs said he told his staff that “if anybody had an issue with
it, they needed to come talk to me.”
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CYBER RISK DECEMEER 13, 2020

}'\... [ (Y]

Suspected Russian hackers sied on U.S.
Treasury emails - sources

. e i
“This is a much bigger story than one single agency,” said one of the people familiar

with the matter. “This is a huge cyber espionage campaign targeting the U.S.

government and its interests.” —

Hackers broke into the NTIA’s office software, Microsoft’s Office 365. Staff emails at

the agency were monitored by the hackers for months, sources said.

The cyber spies are believed to have gotten in by surreptitiously tampering with HOW HARD
updates released by IT company SolarWinds, which serves government customers COULD IT BE2
across the executive branch, the military, and the intelligence services, according to T
two people familiar with the matter. The trick - often referred to as a “supply chain

attack” - works by hiding malicious code in the body of legitimate software updates

provided to targets by third parties.

National Telecommunications and Information Administration

‘ United States Department of Commerce
L Rl VT LAl ey
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About NTIA

NTILA at-a-glance profile

The MNaticonal Telzcommunications and Information Administration (NTLA), located within
the Department of Commerce, is the Executive Branch agency that is principally
responsible by law for advising the President on telecommunications and information
policy issues. NTIA's programs and policymaking focus largely on expanding broadband
Internet access and adoption in America, expanding the use of spectrum by all users, and
ensuring that the Internet remains an engine for continued innovation and economic
growth. These goals are critical to America’s competitiveness in the 21st century global
economy and to addressing many of the nation’s most pressing needs, such as improving
education, health care, and public safety.

Specific NTILA activities include:

= MNManaging the Federal use of spectrum and identifying additional spectrum for
commercial use;

e Administering grant programs that further the deployment and use of broadband and
other technologies in America;

= Developing policy on issues related to the Internet economy, including online privacy,
copyright protection, cybersecurity, and the global free flow of information online;

« Promoting the stakility and security of the Internet’'s domain name system through its
participation on behalf of the U.S. government in Internet Corporation for Assigned
MNames and Mumbers (ICANMNMN) activities; and

e« Performing cutting-edge telecommunications research and engineering with both
Federal government and private sector partners.

In addition to working with other Executive Branch agencies to dewvelop Administration
positions, NTILA represents the Executive Branch in both domestic and international
telecommunications and information policy activities. NTIA is also a leading source of
research and data on the status of brocadband availability and adoption in America.

In a statement released late Sunday, the Austin, Texas-based company said that
updates to its monitoring software released between March and June of this year may
have been subverted by what it described as a “highly-sophisticated, targeted and

manual supply chain attack by a nation state.”
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SolarWinds says on its website that its customers include most of America’s Fortune

.

500 companies, the top 10 U.S. telecommunications providers, all five branches of the
U.S. military, the State Department, the National Security Agency, and the Office of

President of the United States.

Krebs on Security reported on the attack.

/In a security advisory, Austin, Texas based SolarWinds acknowledged its systems “experienced a
highly sophisticated, manual supply chain attack on SolarWinds Orion Platform software builds for
versions 2019.4 HF 5 through 2020.2.1, released between March 2020 and June 2020.”

In response to the intrusions at Treasury and Commerce, the Department of Homeland
Security’s Cybersecurity and Infrastructure Security Agency (C/ISA) took the unusual step of
issuing an emergency directive ordering all federal agencies to immediately disconnect the
affected Orion products from their networks.
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BREAKING REPORT: Feds Arrive at SolarWinds HQ in
Austin - More News Coming on CEO and Executive
Vice President - New Update

By Jim Hoft
Published December 14, 2020 at 7:02pm

@Rothbard1776

BREAKING per guest on @seanhannity’s radio show: “The FB],
Texas Rangers & US Marshals are all at the SolarWinds HQ in
Austin, TX" looking at their systems. Notes the Executive VP
sold 57k shares [$1.2M] on 11/9. The CEO, Kevin Thompson,
had sold 700k shares [$15M] 10 days later

Loain
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BREAKING EXCLUSIVE: Owners of | _‘.r __'
SolarWinds Have Links to Obama, the 72 B
Clintons, China, Hong Kong and the US
Election Process

pretty good Judge of people -- and
ithat's why.| don t like none of ‘lem:

oA

12/15/2020
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If you look up SolarWind’s 10K on the SEC website, EDGAR, you'll find that the company was acquired
in February 2016 by investment firms Silver Lake and Thoma Bravo. Then in 2018, the company went
public through an Initial Public Offering (IPO): & Dr. Quigley L

@CarrollQuigleyl
UIGIEY

Not sure if this has been shared yet but the buyout firm,

[Thoma Bravo] who now owns SolarWinds was founded by a
SolarWinds Cgrporatlon, a Delaware corporation, and its sub&dlangs ( Company , “we, ug and “our”) is Puerto Rican billionaire who contributed over $100k to
technology, or IT, infrastructure management software. Our products give organizations worldwide, regardless ) )
complexity, the power to monitor and manage the performance of their IT environments, whether on-pre Clinton in 2016.
infrastructure models. Our approach, which we refer to as the SolarWinds Model, combines powerful, scalable,
with high-velocity, low-touch sales. We've built our business to enable the technology professionals who use our| . ’
Our range of customers has expanded over time to include network and systems engineers, database admii HIS name is Orlando Bravo.
DevOps and service desk professionals, as well as managed service providers, or MSPs. Our SolarWinds Mod
for use in organizations ranging in size from very small businesses to large enterprises.

1. Organization and Nature of Operations

What were his contributions in 20207

SolarWinds Corporation was incorporated in the State of Delaware in 2015 under the name Project Aurora F
SolarWinds Parent, Inc. in May 2016, and in May 2018 changed its name to SolarWinds Corporation.

Take Private

2016, we were acquired by affiliates of investment firms Silver Lake and Thoma Bravo, or 1
private fransaction or the Take Private of SolarWinds. Inc. We aoblied nurchase accountina on the date of th

e Dr. Quigley @CarrollQuigleyl . Dec 15, 2020 , e

Replying to @CarrollQuigleyl

Here is one of his big contributions. He spent $250k on a democrat 0s

PAC. -

campaignmoney.com/political/comm... gu

e Dr. Quigley v p
@CarrollQuigleyl

mn

Thoma Bravo purchased Entrust in 2009 but it appears they ;‘?d[
sold to Datacard group in 2013.

Still looking into this.

0 Amazing Polly is FREE @99freemind
Replying to @99freemind and @CarrollQuigleyl
CANADA link to Entrust. From 2016
ottawacitizen.com/business/local...

11:39 AM - Dec 15, 2020 @




MX Toolbox DNS Lookup: www.michigan.gov/s0s/0,4670,7-127-1633---,00.html|

Secretary of State, Michigan — Elections

S E=HotepSophia - Orde... eoo
@DominiqueRebe

... two months later

On Aug. 28, 2015, DigiCert was acquired by Thoma Bravo, LLC, San Francisco, CA o
DominigueRebe

Replying to ¢

https://en.wikipedia.org/wiki/DigiCert

Im goimg to walk you thru
this ONE TIME! Thoma Bravo
is ENTRUST and Entrust is
ownhned by Joe Sullivan.
CyberTrust and DigiCert were
both aquired by Thoma
Bravo. These are all the SAME
PEOPLE

8:44 PM - Dec 14, 2020 - Twitter for iPhone

History [edt

DigiCert was founded by Ken B

rd in 2012 as a result He served as CEO and Chail
W 1 and was replaced by Nicholas Hales.!®! DigiCert is cur
with TA Associates holding a minority share. Thoma Bravo
of the largest investments in a Utah-based company to d;
opportunity to back a market leader

In 2017 DigiCert acquired the TLS/SSL and Public,
Authority brands Thawte. RapidSSL. VeriSign agf Geo

Thoma Bravo, LLC is tigl%l' ned with ENTRUST, Jerty C. Jonesjd9-year Rose Law
Firm partner of Hillary Clintgn, ENTRUST is tightly aligned with Acxiom which has
moved to Shanghai, China and changed its name to Live Ramp.

Secretary of State, Michigan — Elections MX Toolbox DNS Lookup: www.michigan.gov/s0s/0,4670,7-127-1633---,00.htm!|

On Jun. 23, 2015, Baltimore CyberTrust was acquired by DigiCert

h Llen.wiki ia.org/wiki rTr

https://www.digicert.com/blog/what-the-acquisition-of-cybertrust-roots-means

2 ™ HotepSophia = Orde... °°°
@DominiqueRebel

CyberTrust

. o L. ~ ) From Wikipedia, the free encyclopedia

Replying to @DominiqueRebe
This article needs additional citations for verification. Please help improve this

~E)\ article by adding citations to reliable sources. Unsourced material may be

\>) challenged and removed. (December 2013) (Learn how and when to remove this template

DigiCert, Thoma Bravo, and
CyberTrust somehow verify
ALL ELECTIONS IN ALL
STATES

8:44 PM - Dec 14, 2020 - Twitter for iPhone

e)

CyberTrust was a security services company formed in Virginia in November 2004 from the merger of TruSecure and
Betrusted. Cybertrust acquired a large stake in Ubizen, a European security services firm based in Belgium, to become
one of the largest information security firms in the world. It was acquired by Verizon Business in 2007. In 2015, the
CyberTrust root certificates were acquired by DigiCent, Inc., a leading global Certificate Authority (CA) and provider of
trusted identity and authentication services

https://mxtoolbox.com/SuperTool.aspx?action=https%3a%2 %2 fwww.michigan.gov%2fs0s%2f0%2¢4670%2¢7-127-1633---%2c00.htmi&run=toolpage ~ Page 3




Axtribute Summaries of Election System Cerntificate Authorities by U.S. State, compiled Nov. 06, 2018
Sowurce: * xisx spreadsheet attachoedio this POF,

See PDF Bookmarks for Certificate Authorities (CA), State by State

Description

Key Server Location

State Certificate Authority {non-US)
Oniy five (S5) states do not appear 1o use third party digital certificate authorities

Alaska Unknown Unknown

Kansas Unknown Unknown

Nebraska Unknown Unknown

New Hampshire Unknown Unknown

New Mexico Unknown Unknown

Ten (10 states use COMODO RSA certificate authorities and servers offshore using a British company
run by Brit Melibhwith ABDULHAYOGLU with approximately seven (7) terations of holdings related 1o
COMODO HOLDINGS LIMITED., Co. No. 10518643, namely Comodo Limited Co. No. 05239532, Sectigo
Limited Co. No. 04058690, Comodo Holdings Limited Co. No. 10518643, Comodo Security Solutions
Limited Co. No. 06505055, Comodo Trustees Limited Co. No. 068019966, Comodo Trustix Limited Co. No.
04943805, Comodo Group Co. No. 09899540

Rhode Isiand Comodo RSA Sweden
Arizona Comodo RSA UK
Arkansas Comodo RSA UK
idaho Comodo RSA UK
Indiana Comodo RSA UK
Minnesota Comodo RSA UK
Montana Comodo RSA UK
New York Comodo RSA UK
North Dakota Comodo RSA UK
Utah Comodo RSA UK

Two (2) stares use CloudFlare-DigiCert with servers offshore owned by Hilary Clinton collegues from
Thoma Bravo/ENTRUST San Franciso, California. In Dec. 2014, Cloudfiare raised S110 milfion led Fidelity
Investments with participation from Google Capital, Microsoft, Qualcomm, and Baidu {(China, Cayman

siand)

Florida

CagiCert-CloudFlare

tredland

Hawwan

DQ‘iCeﬂ ~CloudFlare

treland

Ohio

DigiCert-CloudFflare

Nineteen (19) states use DigiCert owned by Hillary Canton collegues from Thoma Bravo/ENTRUST San

Franciso, California

T -

Connecticut OagiCert

Hlimois DigiCert

Kentucky DagiCert

Lousiana DigiCert

Maine OagiCert

Maryland DigiCert

Massachusetts CigiCert

Michsgan DigiCert oV
Noevada

North Caroli

DigiCert




Attribute Summaries of Election System Certificate Authorities by U.S. State, compiled Nov. 06, 2018
Source: * xisx spreadsheet attachedto this PODF,
See POF Bookmarks for Certificate Authorities (CA), State by State

South Carolina [g._gcen

Tennessee DigiCert l
Vermont [D!,Ccft
Virginia Di
Washinlton #60_-:2:!
West Virginia Obp‘Ceft

Wisconsin IDvpCen
Five [5) states use ENTRUST, associated with Hillary Clinton, Thoma Bravo, Mldnelw

Colorado ENTRUST
Oklahoma ENTRUST
Pennsylvania ENTRUST

South Dakota [ENTRUST
Wyoming [ENTRUST

Alabama GlobalS«gn

California lobalSagn

lowa lobalSiE\

Missouri lobalSign

New Jersey [GlobalSop

Two (2) states host their keys with Microsoft - a major Clinton Foundation donor
Georgia [Microsoh
|Masusuppd IMiaosoft

Two (2) states house their keys with GoDaddy/Amazon - a major Clinton Foundauon donor

Georgia [Microsott 1 al_‘l

|Muusuppi [Microsoft




Uber’s disastrous head of security will probably get another awesome job soon - Joe Sullivan The Outline
paid off hackers to cover up a data breach, Nov, 30, 2017

THE FUTURE

Notable Quotes from this Jeffries exposé:

Th e O utl i ne Bloomberg, Oct. 2017: *"Sullivan’s work is largely a

mystery to the company’s board of directors.”
“Sullivan operated autonomously and secretly.”

He "made himself more nimble by becoming Uber's
deputy general counsel, which let him assert
attorney-client privilege” ... and make it more
difficult for prosecutors to subpoena him.

Uber’s disastrous head of security will
probably get another awesome job soon

Joe Sullivan paid off hackers to cover up a data breach rather than
disclose it to regulators and the public. What else has he been up to?

JOE
SULLIVAN

The head of security at The news came out because the
Uber was fired for board had ordered an
attempting to cover up a investigation into Sullivan's
data breach by paying off secretive division.
the hackers.

Before he worked atUber, Sullivan was in charge of security at
Facebook. He Soran security at Ebay, consulted on security
for Airbnby f“ ._yns on Obama's cybersecurity council

By Adrianne Jeffries NOV—30—2017 10:33AM EST

https://theoutline. com/post/2551/uber-s-disastrous-head-of-security-will-probably-get-another- Page 1

awesome-job-soon

Joe Sullivan was the chief
technologybofficer at Uber
when they had a HUGE DATA
BREECH! It was criminal what
was done but Sullivan
arranged for the "hackers”
(feature not bug) to be paid
off

8:44 PM - Dec 14, 2020 - Twitter for iPhone




U.S. District Court
i H
California Northern District (San Jose) S L= HotepSophia * Orde... °°°

CRIMINAL DOCKET FOR CASE #: 5:01-cr-20069-JW-3 @DominiqueRebel

Case title: USA v. Avalar, et al Date Filed: 04/26/2001 Re P |'_':.l"| ng to :E_;;. DominiaueRebe

Date Termunated: 03182002

Joe Sullivan ALSO happens to
Plinift be a former AUSA working
e e ROBERT MUELLER

150 Almaden Blvd., Suite 900
San Jose, CA 95113-2009

LEAD ATTORNEY 8:44 PM - Dec 14, 2020 - Twitter for iPhone
ATTORNEY TO BE NOTICED

Robert Swan Mueller , 111

United States Attorney r {ﬂ E HutEPSuphia DrdE." oo
450 Golden Gate Avenue 3 v e

Box 36055 @DominiqueRebel

San Francisco, CA 94102

(415)436-6816

LEAD ATTORNEY - ADaminianeRahe
I T s Replying to @DominiqueRebe

Finally, if you havent spilled
all your guts yet guess who is
right in the middle of it all

OBSERVATION: Sullivan and Mueller were ith her OWNERSHIP OF THE
PUBLIC KEY

filing criminal cases, some Chandler trade ENFRASTRUCTURE CRYPTO

secrets and economic espionage cases, right

up to 9/11 38:44 PM - Dec 14, 2020 - Twitter for iPhone



THE ENEMY OF THE PLANET EXPOSED!

e =smme==  glidele]icNellele

u Srabad - —

/“! COMODO
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=
TONS OF CIA - TALMOT NETWORK ENGINEERS
BUILT-THIS CLOBAL SCAM SYSTEN WITH NO MORALITY

TS HAS CONPROMISED THE LIVES OF S80LLIONS

. OF PEOPLE ACROSS THE PLANET)
EnTaLaTY /
< Entrus? & States e
s ¥4
—

roged e CRYPTO-HAND SHAKES
s ENTRUST  WCHORS T —vary maerstie RIGS ELECTIONS GLOBALLY!
5 HOSTS LK DATA
B Y—. FO| JUSR STaTEw
-—-.-..»-a._—-.:'._
The New World Order - CIA - Five Eyes - Hillary Clinton - &

Soros - British Privy Council - Nazi SS D.H.S - Badoo China Dragon Fly Explained.



4 ®=HotepSophia ' Orde...
' @DominiqueRebel

Replying to @DominiqueRebe

CORRECTION: One small
correction. Entrust is owned
(largest shareholder) by Jerry
Jones (Rose Law Firm) and
Thoma Bravo is
owned/managed by Joseph

Jerry C. Jones’ signature accepting his first
iIssuance of 4,000 ENTRUST, INC (ENTU)
director stock options. Entrust Inc, ENTU,
Form 3. (Dec. 05, 2003). SEC Edgar.

Sherry Crawford by Sullivan. For clarification,
power of attorney on 12/08/2003 Entrust OWNS Thoma Bravo.

Thats how Cankles ties in,
through Rose Law Firm.

behalf of Jerry C. Jones

** Signature of Reporting

Person Date

10:52 PM - Dec 14, 2020 - Twitter for iPhone

Fig. 2—Jerry C. Jones, Rose Law Firm, first
ENTRUST, INC. (ENTU) director stock option
award issued in secret on Dec. 05, 2003.




e Dr. Quigley , — .

Eeapikidly] In summary, Thoma Brava is one of the
Replyife o @CansliQuigley]. owners of SolarWinds and it also is
Recent Bravo bio from WSJ for anyone looking into him. connected to the firms that validate
elections for at least half the states in the

WSJ News Exclusive | Orlando Bravo Rides Software Deals to Heights of P...
The Puerto Rican billionaire has argued for years that software is so
essential to business that companies won't stop paying for it, evenina ...

& wsj.com

11:49 AM - Dec 15, 2020

b 5

P Sep Thoma Bravo also purchased DigiCert in 2015. DigiCert and Entrust verify the elections for at

‘ l.;v
L o el o ""J
Silver Lake

least half of the states in the US. Entrust is also closely related to a firm by the name of ‘Live
Ramp’ which is located in Shanghai.

Dr. Quigley also has done some work on Silver Lake Partners (SLP). SLP Co-founder Glenn Hutchins the
other firm that owns SolarWinds. Hutchins is on the Board of ATT and is related to Brookings and is a
former advisor to Bill Clinton and is currently on the board of the Obama Foundation:

N




Dr. Quigley @CarrollQuigleyl - Dec 15, 2020 o¥ Glenn Hutchins
The Othel’ owners Of SO|arW|ndS |S Sl|Ver Lake Pal’tners (SLP) CO_Founder and Manag|ng director of S”Ver Lake Partners
SLP Co-founder Glenn Hutchins is a former advisor to Bill Clinton and poche o onetie) (el }\{fao, }) semes; ), merae

is currently on the board of the Obama Foundation.

Mr. Glenn H. Hutchins is a Co-Founder and Co-Chief Executive at Silver Lake

1 4 Partners. He is based in New York office of the firm. Mr. Hutchins is... more »
obama.org/whats-next/lea...

Relationships “lﬁt'e'ﬂecksr P‘.éli'tic'afln‘ 7

Glenn Hutchins
ATET, Inc. Telecwn

+ Board Member [Jun 14 -7 [+1]

Board Member

Nasdaqg, Inc. Provider of frading, clearing, exchange technology, regulatory, securities listing
= Director (05 - 7)

SunGard Data Systems Inc.

= Chairman

Seagale Technology compary
= Board Member

Sliver Lake Partnars Private investrnent firm that focuses on the technology, technology-
= Founder and Managing Partrer

Silver Lake Technology Management LLC
= CorFounder & Co-Chief Executive Officer (7 -"15)

Federal Resarve Bank of Mew York Powerful Mew York branch of the Federal Reserve System
= Directar (Board of Directors) (7 ."15)

Blackstone Group PFrivate equity, investment banking, altermative asset managemsnt and
= g@nkor managing director and general pariner (94 - '99)

® e . J Thomas H. Lee Partners One of the oldest private equity firms
Nothing to see here. ok [

TD Ameritrade Holding Corporation
= Directar (past)

Government Positions

Brookings, CFR, Hamilton TR . v e eservo vestor AdisoryCommit

= Board Member

Project, ATT board, etc. R

vermber, Advisary Committes an Financial Services (95 - '96)

White House Office Includes multiple levels of presidential advisory boards and advisors

12:06 PM - Dec 15, 2020 - Twitter for {8 svearonaronam s et carpte 3334

t hé 1104 1 In The Office Of

'y .
' N mbl
‘“' m 1 4 chatys LI Bill Clinton 42nd LS president
& il Q . J NOe ¢ 7 A - » spacial advisor on economic and health-care policy (past)
, d D —— )




Other Positions

Fix the Debt organization advocating fiscal austenty
+ CEO fescal leadership cowncill mamber (12 = 7)

Hutching Canter on Fiscal and Maonetary Policy Policy center 2t the Brookings Institute
v fohviger

American ﬂ.l:EdEl‘l‘l]r of Arts and Sciences Founded in 1780, the American foademy of Arts

+ Falllow, Business, Cormporate and Philanthropic Leadership

Mew York Presbyterian Hoapital

+ Trugles

Boston Celtics

- Memiber, Executive Commities
Center for American Progress Demociatic insider think tank stared by former Chnton
ol ] [ ]

Harvard Management Company, Inc. Manages much of Harvard's endowment

+ Director

Brookings Institution Major Washington think tank
+ Wice Chairman  [+1]

Economic Club of New York Discussion club for business elites
+ Director

hink lank lounded by Robert Rulvin & Roger Aliman

The Hamilton Project Economic policy

« Ahimory Council maarbsers

Hutchins Family Foundation
 Hoand Member

W.E.B. Du Bois Institute
* MATIORAl AEVISOry DOAND e Der

Lawrenceville School Private high school in Hew Jersey
+ Boprd Memibier

The Partnership for New York City, Inc. Monprofit membership crganization comprised of a

« Directiorn

Harvard University Elite private university located in Cambridge, MA
+ member, board of overseers commillea on university resources

B o LY

Memberships

Wall Street Journal CEO Councll 120 of the world's maost powerful chief executives
= Member

Council on Foreign Relations The most prestigious US fareign palicy think tank
= Member

Education

Harvard Business School
= MBA

Harvard |.,||"||'I.I'EI':',..|1:\ljI Elite private university located in Cambridge, MA
- BA

Harvard Law School
=D
Holdings

Boston Celtics

= Co-owvner

Donation/Grant Recipients
Showing 1-10 of 107 :: see all

Democratic Mational Committee governing body for the LS. Democratic Party
= 10 contributions - 200,500 USD (92 — Aug 17 "16)

Democratic Senatorial Campaign Committee Politcal Fundraising Committes for
= 5 contributions - 116,600 USD (02 - 0ct 19 "16)

Brookings Institution Major Washington think tank
= Danation - 100,000 WSD ('D&)

DMNC-MNon-Federal Individual
= 3 confributions - 80,000 W=D ("95)

Democratic Congressional Campaign Committee
= 3 contributions - 64,700 USD ('04 .07

Eliot Spitzer Former Governor of Mew York
= 4 contributions - 80,100 USD (Jun 18 04 — Nov 15 '07)

Schumer Committes For The Majority
= 1 contribution - 50,000 USD (Oct 19 "16)

Hillary Action Fund
=1 contribution - 50,000 USD (Awg 17 "16)

Erskine B Bowles Clinton's chief of staff from 1996-1998; invesior; deficit hawlk
= 7 contributions - 41,000 USD ('071 -."04)

John Kerry 6ath US Secretary of State, Senator from Massachusetts
= 10 contributions - 34000 USD (89 _.'D4)
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Hutchins served in the Clinton White House transition team and later as an economic and healthcare
advisor to the Clinton administration. [

Hutchins was very opposed to Donald Trump during the 2016 election, claiming that Hillary Clinton would
. be better for the economy because Trump would introduce market uncertainty similar to how the Brexit vote
did in the UK. ['°]

Hutchins opposed the Trump administration-backed Tax Cuts and Jobs Act, expressing concern about the
national debt. He also has said that Representative Alexandria Ocasio-Cortez (D-NY) should focus on trying
to roll back the Trump tax cuts rather than calling for a 70 percent top marginal tax rate. [1é]

Hutchins is opposed to attempts for Congress to audit the Federal Reserve or to exercise oversight over it.
7]

LVl 9, £3,000, /0Y,

Campaign Contributions

Hutchins has donated to a number of Democratic campaigns and party committees over the course of three
decades, including contributions to as the campaigns of U.S. Senator John Kerry (D-MA), President Bill
Clinton, former U.S. Rep. Rahm Emanuel (D-IL), President Barack Obama, and House Speaker Nancy Pelosi
"~ (D-CA). He has also donated tens of thousands of dollars to Democratic political committees such as the
Democratic Senatorial Campaign Committee, the Democratic Congressional Campaign Committee, and the

DNC Services Corporation. [18]
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. Dr. Quigley @CarrollQuigleyl - Dec 15
Along with Glenn there was Jim Davidson, David Roux, and Roger McNamee.

Each of them should be looked into as they are tied to mostly swampy
politicians and globalist endeavors.
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Managing Partners

", ‘./‘
A g
4

Egon Durban
Co-CEO

Kenneth Hao
Chairman and
Managing Partner

n oA

Managing Partner and
Managing Director

Greg Mondre
Co-CEO

B o A

After Glenn Hutchins left K
Silver Lake in 2018 he left it K3
in the hands of a new class ogg '
managing partners. M

Notably, Hong Kong based )
Billionaire Kenneth Hao also
sits in the board of
SolarWinds.

forbes.com/profile/kennet...

ﬁ'\ﬁl" J

The owners of SolarWinds are closely related to Obama and the Clintons.
They also are heavily in the election business and have relations with
companies and individuals in China and Hong Kong.
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Cybersecurity Official Fired by Trump Says U.S. Election Was Secure
At Senate hearing, Republicans air concerns of voting irregularities; Democrats
accuse them of spreading unsubstantiated claims 12/16/2020

THE WALL STREET JOURNAL.

A former Trump administration cybersecurity official told a
Senate panel Wednesday that allegations that voting equipment
was manipulated during the 2020 election are baseless, and that
spreading them undermines confidence in the election outcome.

R B MW"!SI"RJ»

=
In a statement, Mr. Krebs cited postelection claims about
hackers, malicious algorithms that flipped votes and election
equipment vendors’ foreign ties; he called them “wild and
baseless” and technically inaccurate. He told the members of
the Senate Homeland Security and Governmental Affairs
Committee that continuing to question the outcome of the
election is “ultimately corrosive to the institutions that support
”ﬁ elections.”

'YOUAR A
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14 U.S. Treasury, Commerce Depts. Hacked

Through SolarWinds Compromise N COFE

SolarwWinds’ Customers

SolarWinds’' comprehensive products and services are used by more than 300,000 customers worldwide, including ( ) N r

S
F -

o

-

._ . y { ’
- -
f.‘ / 2 o

. »

5' military, Fortune 500 companies, government agencies, and education institutions. Our customer list includes: J ‘ \

« All five of the top five US accounting firms
o Hundreds of universities and colleges worldwide

Partial customer listing:

Acxiom
Ameritrade
AT&T

Bellsouth Telecommunications

Best Western Intl
Blue Cross Blue Shield
Booz Allen Hamilton
Boston Consulting
Cable & Wireless
Cablecom Media AG
Cablevision

CBS

Charter Communications
Cisco

CitiFinancial

City of Nashville

City of Tampa
Clemson University
Comcast Cable
Credit Suisse

Dow Chemical

EMC Corporation
Ericsson

Emnst and Young
Faurecia

Federal Express
Federal Reserve Bank

General Dynamics

Gillette Deutschland GmbH

GTE

H&R Block

Harvard University

Hertz Corporation

ING Direct

IntelSat

J.D. Byrider

Johns Hopkins University
Kennedy Space Center
Kodak

Korea Telecom

Leggett and Platt

Level 3 Communications
Liz Claiborne

Lockheed Martin

Lucent

MasterCard

McDonald'’s Restaurants
Microsoft

National Park Service
NCR

NEC

Nestle

New York Power Authority
New York Times

Sabre

Saks

San Francisco Intl. Airport
Siemens

Smart City Networks
Smith Barney
Smithsonian Institute
Sparkasse Hagen
Sprint

St. John's University
Staples

Subaru

Supervalu

Swisscom AG
Symantec

Telecom ltalia
Telenor

Texaco

The CDC

The Economist

Time Warner Cable
U.S. Air Force
University of Alaska
University of Kansas
University of Oklahoma
US Dept. Of Defense
US Postal Service

Some of SolarWinds’ customers. Source: solarwinds.com

A T >
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P< In asecurity advisory, 3
A Austin, Texas based ‘/
SolarWinds g
acknowledged its
systems “experienced a
highly sophisticated,
manual supply chain
attack on SolarWinds
Orion Platform software
- builds for versions
) 2019.4 HF 5 through
2020.2.1, released
between March 2020
and June 2020.”

QTr %,

a B
18 ,17' !

https://krebsonsecurity.com/2020/12/u-s-treasury-commerce-depts-hacked-through-solarwinds-compromise/

-


https://www.solarwinds.com/securityadvisory

Malicious code added to an Orion software update may have gone undetected by antivirus

software and other security tools on host systems thanks in part to guidance from
SolarWinds itself. In this support advisory, SolarWinds says its products may not work
properly unless their file directories are exempted from antivirus scans and group policy

object restrictions. 7 » B
IO T URSLNIERYD NV L LoDV A

In its own advisory, FireEve said multiple updates poisoned with a malicious backdoor

program were digitally signed with a SolarWinds certificate from March through May 2020,

and posted to the SolarW mdus update website.
k 5 < "

"~ P y b . N v . B I Ve P 5

A by Microsoft says the attackers were able to add malicious code

to software updates provided by SolarWinds for Orion users. “This results in

the attacker gaining a foothold in the network, which the attacker can use to
gain elevated credentials,” Microsoft wrote.

From there, the attackers would be able to forge single sign-on tokens that
impersonate any of the organization’s existing users and accounts, including
highly privileged accounts on the network.

“Using highly privileged accounts acquired through the technique above or

| other means, attackers may add their own credentials to existing application
? service principals, enabling them to call APIs with the permission assigned to
that application,” Microsoft explained.

QR KrebsonSecurifv
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N P’(‘ "4 In-depth security news and mvestugatmn -
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https://blogs.microsoft.com/on-the-issues/2020/12/13/customers-protect-nation-state-cyberattacks/

Krebson sGG“ ritv 16 Malicious Domain in SolarWinds Hack Turned

In-depth security news and investigation into ‘Killswitch’
A key malicious domain name used to control potentially thousands of computer systems
compromised via the months-long breach at network monitoring software vendor
} SolarWinds was commandeered by security experts and used as a “killswitch” designed to

turn the sprawling cybercrime operation against itself, KrebsOnSecurity has learned.

wq‘q

On Dec. 13, cyvber incident response firm FireEye published a detailed writeup on the
malware infrastructure used in the SolarWinds compromise, presenting evidence that the
Orion software was first compromised back in March 2020. FireEve said hacked networks
were seen communicating with a malicious domain name — avsvimeloud[.]Jcom — one of
several domains the attackers had set up to control affected systems.

]

“SUNBURST is the malware that was distributed through SolarWinds software,” FireEve
said in a statement shared with KrebsOnSecurity. “As part of FireEye’s analysis of
SUNBURST, we identified a killswitch that would prevent SUNBURST from continuing to

»»

This killswitch will not remowve the actor from wvictim networks where they have

| established other backdoors. However, it will make it more difficult to for the
actor to leverage the previously distributed versions of SUNBURST.”
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The killswitch revelations came as security

.

researchers said they’d made progress in

decoding SUNBURST’s obfuscated communications methods. Chinese ecvbersecurity firm
RedDrip Team published their findings on Github, saying its decoder tool had identified
nearly a hundred suspected victims of the Solarwinds/Orion breach, including nniversities,
governments and high tech companies.

Meanwhile, the potential legal fallout for Solarwinds in the wake of this breach continues to
worsen. 1The Washington Post reported Tuesday that top investors in SolarWinds sold
millions of dollars in stock in the dawvs before the intrusion was revealed. Solarwinds’s stock
price has fallem more than 20 percent in the past few daws. The Post cited former
enforcement officials at the UU.S. Securities and Exchange Commission (SEC) saving
the sales were likely to prompt an insider trading investigation.

yahoofmoney | pelosi feinstein dorminion voting n L

Georgia election official:
Machine glitch caused by last-
minute vendor upload

“That is something that they don’'t ever do.
I've never seen them update anything the
day before the election”

o

T on't'believelyoulchange hearts. | believelyou R =8
BlD= “‘ al oca’q_'ﬁ;rtqf resources;
L HARBIS ' ) ,
(BARRIS gejthe way sstems operate

We uploaded Biden2020Update.exe
and it worked like a charm!



US: Hack on Government Ages Goes Beyond
SolarWinds Users

The alert from the Cybersecurity and Infrastructure Security Agency (CISA) also warns that removing the hackers
from compromised systems won't be easy.

Pn O By Michael Kan December 17, 2020

On ThurSday, Politico reported the hackers broke into the US Energy Department and National

Nuclear Security Administration, which maintains the country's nuclear weapons stockpile.

However, it remains unclear what the culprits might have accessed.

The addltlonal

‘access vectors” refers to a report from the cybersecurity firm Volexity, which

revealed evidence the same culprits hacked a think tank by exploiting a vulnerability in its

Microsoft Exchange Control Panel. The attackers then bypassed the multi-factor authentication

system to access a victim's email inbox.

CISA's alert goes on to describe the threat as a “grave risk” to not only the federal government

but also to state, local, and tribal governments, in addition to organizations that run the US's

critical infrastructure. Investigators currently believe the breach began in March.
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CISA refrained from naming specific victims. But according to The Washington Post, the

suspected Russian state-sponsored hackers hit several federal agencies, including DHS and the
State, Commerce, and Treasury Departments. The attackers did so by tampering with software
updates from IT company SolarWinds, enabling the culprits to distribute malicious computer
code to about 18,000 customers.

As the US grapples with the hack's full scope, lawmakers are concerned the breach may have

also ensnared US taxpayer data since the IRS appears to have been a SolarWinds customer.

0
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~ ITOLD Y'ALL THE DNC AND HILLARY WAS DIRTY...



COMING UP;

G P \ WGO!NG CYB&RATTACK AGAINST GOVERNMENT AGENCIES S
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“Other Countries Had their
Intelligence Agencies Monitoring
Our Election - Willing to Share
with President” - Gen. Flynn
Drops a BOMB on Lou Dobbs
(VIDEO)

December 19, 2020, 11:25am by Jim Hoft 1533 | ; Hﬂf You seer
» Ve Clavr i

General Mike Flynn, the former Natlunal Security Advlser to Premdent Trump, joined Lou
Dobbs on Friday night to discuss the SolarWinds cyber attack and the Trump campaign’s
strategy to expose the massive fraud in the stolen 2020 election.

General Flynn: What | would say is SolarWinds is an entry point into the rest of our entire US
critical infrastructure. So everything that touches the United States government, if you enter
through this SolarWinds attack that we perceive you basically have keys to the vault.. You're able to
rummage around and do damn near anything. So it’s a very, very serious attack.. We've known
about it for about six months as | understand it. So when we talk about our election security, Lou, |
think this is all part of it because there’s a relationship between these SolarWinds attacks which has
basically penetrated our entire infrastructure as well as our election securities.. We know we have
evidence of foreign influence in the election and this too. You know we're talking about countries
like China, countries like Iran, countries like North Korea, like Russia. These are adversaries that
want to basically dominate with their ideology this country..
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“Other Countries Had thelr R
Intelligence Agencies Monitoring el
Our Election - Willing to Share :
with President” - Gen. Flynn ﬂg
Drops a BOMB on Lou Dobbs b
(VIDEO) B¢
December 202C by Jim Hoft 1533 ]
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General Flynn then went on to say intelligence agencies from other countries were watching our
elections and have important intelligence to share.

General Flynn: Well, | think they'll provide that directly to the president once we present the

evidence to him through the legal process we have. And, they’re more than willing to do that, we
understand.
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ormer Nationad Security Achvser

dGeneral Flynn: Clearly There Was
a Foreign Influence Tied to These
Dominion Machines - Goes Back
fito China, Russia, Iran - TRUMP
SHOULD REVOTE THESE
STATES (Video)

“US Hit By Massive Cyber Attack
Of ‘NIGHTMARE PROPORTIONS’
- US in Grave, Grave Danger!” -
Cyber Expert Morgan Wright
Reveals Frightening Extent of

Latest Cyber Attack (VIDEO)

December 18, 2020, 7:35am by Joe Hoft 1283 Hal You see? December 17. 2020, 8:05pm by Jim Hoft 824 Comments

Here are portions of what Wright said in response:

Any time you call a meeting on Saturday in the National Security Counsel it’s serious. This is almost
like a prelude to war! .. Not only were the government agencies hit, we got Lockheed Martin, we've
got Firerite..this very well could have started after the 2018 election.... this is Russia’s way of getting
back in the game.. they attacked.. SolarWinds..the updates weren't secure but they contained a
malicious payload... it could be hundreds, it could be thousands of companies.

The companies in the military - industrial complex - were attacked. This looks like what Russia did to
Ukraine in 2016.
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Hackers Breached US Nuclear
Security Administration which
Maintains US Nuclear Stockpile

December 17, 2020, 6:39pm by Jim Hoft 734 Comments

The Cybersecurity and Infrastructure Security Agency (CISA) on Sunday night issued Emergency

Directive 21-01, in response to a KNOWN COMPROMISE involving SolarWinds Orion products.
TN

The Energy Department and National Nuclear Security Administration, which maintains the U.S.
taxter B TN nuclear weapons stockpile, have evidence that hackers accessed their networks as part of an
RN -« tcnsive espionage operation that has affected at least half a dozen federal agencies, officials
N L A . W directly familiar with the matter said.
fager W PR W
B On Thursday, DOE and NNSA officials began coordinating notifications about the breach to their
e ool . . .

il congressional oversight bodies after being briefed by Rocky Campione, the chief information officer
at DOE.

They found suspicious activity in networks belonging to the Federal Energy Regulatory Commission
(FERC), Sandia and Los Alamos national laboratories in New Mexico and Washington, the Office of
Secure Transportation at NNSA, and the Richland Field Office of the DOE.



compromised in hack

By ERIC TUCKER Assaciated Press  Dec 21, 2020 Updated Dec 22, 2020 0
ASHINGTON (AP) — Dozens of email accounts at the Treasury

Department were compromised in a massive breach of U.S.
government agencies being blamed on Russia, with hackers breaking into
systems used by the department's highest-ranking officials, a senator said

Monday after being briefed on the matter.

Sen. Ron Wyden, D-Ore., provided new details of the hack following a briefing

to Senate Finance Committee staff by the IRS and Treasury Department.

‘Wyden said that though there is no indication that taxpayer data was

- & . . - - i FILE - This June 6, 2013 file photo, shows the sign outside the National Security Agency (NSA) campus in Fort
comp I'Oll]lsed, t]le llaCk appears to be Slgn-lflcant; 11101ud111g tllrougll tlle Meade, Md.All fingers are pointing to Russia as author of the worst-ever hack of U.S. government agencies. But

. . President Donald Trump, long wary of blaming Moscow for cyberattacks has so far been silent.
compromise of dozens of email accounts and access to the Departmental Offices otk Sk
atrici emansky
division of the Treasury Department, which the senator said was home to its
highest-ranking officials. In addition, the breach appears to involve the theft of

encryption keys from U.S. government servers, Wyden said.

“Treasury still does not know all of the actions taken by hackers, or precisely

. . L 4
what information was stolen,” Wyden said in a statement. ; 0 A
ST TS A

In the Treasury Department's case, Wyden said, the breach began in July. But
experts believe the overall hacking operation began months earlier when
malicious code was slipped into updates to popular software that monitors

computer networks of businesses and governments.

The malware, affecting a product made by U.S. company SolarWinds, gave elite

/. hackers remote access into an organization’s networks so they could steal

information.

https://scnow.com/né\g'ils/n gév | y/‘d-pﬁlits‘/se (?tor-tfeasury dept-email: =
accounts-compromised-in# (;k/artlcl 6ee/f904-203d-52be-985¢- 85a0585877b5 html

ll\



Tech giant Microsoft, which has helped respond to the breach, revealed last

week that it had identified more than 40 government agencies, think tanks,
nongovernmental organizations and IT companies infiltrated by the hackers.
Microsoft notified the Treasury Department that dozens of email accounts were

compromised, Wyden said.

President Donald Trump sought to downplay the severity of the hack last week, §
tweeting without any evidence that perhaps China was responsible. At least two
Cabinet members, Secretary of State Mike Pompeo and Attorney General
William Barr, have stated publicly that they believe Russia was to blame, the
consensus of others in the U.S. government and of the cybersecurity

communitv.



Rudy Giuliani: Voting Machines
Were “Programmed to Give
Biden Somewhere Between 2%
and 5% Advantage” (AUDIO)

December 24, 2020, 1:45am by Jim Hoft

Revealed: Former Kemp Staffer
Helped Dominion Land $107
Million Contract with Georgia -
QUITE the Deal!

December 18, 2020, 7:17am by Jim Hoft 304 Comments

27 (AR 780 T——
Black Lives Matter activists confront
Hillary Clinton in heated meeting
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illinois 1 phone number has 23,262 ppl associated with it

- UPTO 27 NAMES PER PHONE NUMBER SHOWING MASSIVE - EVERY PERSON TODAY HAS THEIR OWN MOBILE NUMBER,

FEDERAL CRIME! WHICH IS AN INDIVIDUAL IDENTIFIER THEY DO NOT USE THE
- PRELIM ESTIMATES ARE 7-30 MILLION VOTE SHIFTAWAY ~ SAME NUMBER AS SOMEONE ELSE

FROM BIDEN )

-~ 4DHONENUMBERGATE THERE ARE ONLY 110,000,000 INDIVIDUALS NUMBERS IN
%%%YU%BA\TIEm%SATgE%gUhEORE VOTESONTHESAME - mgg:%ﬂmocm FEDERAL CRIME EXPOSED!

* NUMBER ~ THIS MAKES IT VERY EASY TO ROOT OUT THE ELECTIONS

- 4,000,000 VOTES ARE 3 OR MORE VOTES ON THE SAME CRIMES OF DEMOCRATS

NUMBER - FOLLOW @ALPHAVCCOMS & AOECOINB

AOECOI NTheEnergyI{rake
(@ AocecoinB

#Breaking #BreakingMNews
CURREN :S. There are N AILLION ONE STATE all
| MILLIONS OF VOTES RIGGED using the previous number 's E!
TO #JoeBiden There are NOT
MOTHERLOAD EXPOSED!!!
Must Demand FULL Forensic
CRIMIMNAL Ihvest|gat|0h'

1 you chant 1#

r‘|||r‘||h~ Numbers HL
& 7 MILLION ppl
fh ut updating their N IIHEEF S ev Hr'




12/24/2020

AOECOINTheEnergyKrakenBANNED @Aoecoint

HAMELESS Lying FRAUDSTERS #E tt of #CNN & EricCoomer of
CRIME Machines LIE Through their Faces on International TV for
all to see that supposedly there was ZERO #Vc on their machines or

network in any way"

o
MY TIME

the Trump Campaign...




e ToRE @TweetWordz - Dec 1
WHY I S EV RYONE talking ABOUT THE BALLOTS moved and stolen AFTER
the fact....??? They DONT Want to talk about the ACTUAL ELECTION THEFT-

It was the SOFTWARE.

No Premdent of the United States has been elected by the people for
decades EXCEPT 2016....

In 2016 they didn't underestimate the people ... they underestimated the
will of some people who stood in their way to keep doing what they were
doing. twitter.com 'steph93065/sta...
S8 ToRE @T weetWordz - Nov 12

We gave you their map in 2019 --while you all were busy with Lhe clown
show. ONE SOFTWARE... WHO HOLDS THE KEY??? #VOTERFRA




B ToRE @TweetWordz - Nov 13
(es they were and I PUBLISHED the server and IP where they go in 2018...in
an article. Votes... And the US Congressional knowledge database is in

/
7\

W

Germany. Betty And3403690 G
~( i i E ToRE
3 Ron @CodeMonkeyZ - Nov 12 DTweetW
Were servers in Germany tabulating US election votes? - Aug 10

They would have to ADMIT that our INFORMATION is housed and PARSED
in GERMANY - OFFSHORE>
Is America ready to see? YES THEY ARE>

twitter.com/orijonal/statu...
i —

& John B. Vigilant @JohnBVigilant - Dec 5
AUGUST 10th.

Whistleblower Tore revealed our info is housed offshore in Germany.
Now post election this is confirmed by others. it's not just election data.

It's private communications b/w Senate and Congress members. +++
twitter.com/TweetWordz/sta...

|: wlalal=I=id|a .

“C)\‘.‘f\“i?‘“,
TO BE SEN




WWW.wsj.com > articles

NSA Internet Spying Sparks Race to Create Offshore Havens ...

Sep 27, 2013 — Now, Germany, Brazil and other countries are using data-privacy laws ... require
that data about Brazilians be stored on servers in the country.

Germany Seizes Server Hosting Pilfered US Police Files ...
The Iigl’ﬂ; Jul 9, 2020 — Previous DDoSecrets releases include data on offshore Bahamas accounts used
_o as tax havens, files hacked from Chilean police and data from a....
=, Tore Missing: stered | Must include: stored
Secure elections np ? . .
| can enter your network through your printer.... www.computerweekly.com » news » German-police-seize...

| | was tempted to have it print "Gov Kemp is Guilty of
| TREASON" but that would be a CRIME so | refrained

| from doing that. Hey @DHSgov the COTS software is Sep 30, 2019 — German law enforcers claim it could take years to sift through the data stored on
i; CHINESE giving a backdoor to our GOV servers seized by local police during a raid on a datacentre ...

| ; By

German police seize darkweb servers from datacentre hous...
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T1 Millie Weaver ™= Retweeted

Donald J. Trump € @realDonaldTrump - Nov 1 000
2 “REPORT: DOMINION DELETED 2.7 MILLION TRUMP VOTES NATIONWIDE.

DATA ANALYSIS FINDS 221,000 PENNSYLVANIA VOTES SWITCHED FROM
PRESIDENT TRUMP TO BIDEN. 941,000 TRUMP VOTES DELETED. STATES
USING DOMINION VOTING SYSTEMS SWITCHED 435,000 VOTES FROM
TRUMP TO BIDEN.” anelRion @0O0ANN

VR T o

¥ Nevada GOP & @NVGOP - De

We have 20 binders containing 8,000 pages of evidence that will be
preser 1ted in just a few minutes showing what took place this election in

& Lin Wood @LLinWood - Dec 14
TRUTH.

' BOMBSHELL:
& MICHIGAN FORENSICS
y BEPORT SHOWS
DOMINION AT MASSIVE
68.05% ERROR RATE...
Developing

0037014 p




James Woods & @ReallamesWoods - 9h
Good thing the poll workers aren’t demonstrating any visible bias toward a

candidate in a polling place, because that is a crime...

& Will Holliday @Will_holliday1 - 18h
Poll workers in Philly:
A

James Woods & @ReallamesWoods - 10h
But there was no cheating by cheating Democrat McCheaters, was there?

9 ToRE @TweetWordz - 20h

The Democrats were handing out "CHEAT SHEETS" to poll workers and to
People as they entered the VOTING area in the 9th District in ML
@EricTrump @RudyGiuliani

The person who was voting asked poll watchers for the Republican
version they said "We don't do that".

#Cheaters




- Tucker Carison Tonight @
November 11 at549PM Q

You'd be pressed to find anyone who's got a bad word to say about Deborah Jean Christiansen. She's been well known in her
community for years as a bird watcher, an avid gardener, and a committed fan of the Georgia Bulldogs. Those who knew her were
sad when she died last May. They may be surprised to leamn that, even after her death, Deborah Jean Christiansen still managed to

register to vote and then cast a bailot

people in michigan voting for biden

Millie Weaver =1 &€ @Millie__Weaver - Nov 5 coo
The polls underestimated Biden's support from dead voters.

> , Phocaean Dionysius @Phocasanl - Nov 5
,\‘ Here is a list of 14+ thousand dead people who voted in Wayne County
fg‘} (Detroit): pastebin.com/zjz6nm&Q
\ Here is the website where you can verify it:
e mvic.sos.state.mi.us/Voter/Index
(I #2323 CLAUDIAMILLER,1918,48234 (You have to guess-check the month of
(S birth)
WA
2 i Go try it out.

N Show this thread

County

gistered!

Absentee ballot

Election date
/32020

ar

Application received
EM22020

7 description Ballot prewview

e m

Ballot sent
Q32020

Ballot received

QIT2020 /
=

® Learn about US 2020 election security efforts




" —WHAT'DYOU,GUYS DO

IF YOU THINK SENDING GHECKS
TO DEAD PEOPLE IS A PROBLEM,
WHAT ABOUT MAIL-IN BALLOTS?

% NBC NEWS

T3 Millie Weaver ™ Retwee
? Washington Examiner 8 @dcexaminer - Nov 9 000

‘Your government sent 1.1 million dead people stimulus checks. Wonder
how many of these folks also voted absentee?”

Dead wrong: Feds sent $1.4B in
stimulus checks to over a million
deceased

Rich Gardella and Dartunorro Clark - 7 hrs ago

DRandPaul questions the election results.

More than a million Americans who had died received COVID-19
stimulus payments totaling $1.4 billion, a government watchdog said

in a report to Congress released Thursday.

Rand Paul questions election results: "Your government sent 1.1 million ...
Sen. Rand Paul questioned last Tuesday's election results, comparing the
more than 1 million stimulus checks tha

were sent to dead people to ...

&’ washingtonexaminer.com

113




| Spookd Blog @SpookdBlog - 4h 000 2
? A new Deep State crisis.

For all those surprise, excess ballots printed up en masse, there may be a

problem. @ ,

DHS printed up both ballots as well as supplied paper on which states had to
print ballots; those missing the right identifiers wd likely be questioned. !

@EntheosShines ' ﬂ
@ Who's Gonna Be Lucky Indicted #2? - Brian Cates @drawand... - 6h 0

J 4 "

Remember, DHS printed the ballots. |+ t ‘

They have radioactive isotopes and watermarks and other identifiers. This = Py L
isn't advertised broadly, but the info was out there. .~

Ballots printed by other parties or foreian countries won't bass muster

when challenged in court. T ToRE Retweeted
! Show this thread President Elect Andy @finGeorge4 - Dec 22 cco f
~ Breaking News Video ¥ ¥ @PatrickByrne China accessed voting system
-

through a thermostat in a swing state election counting room....probably a
Nest thermostat

Consider: Dept of Homeland Security controlled
"official ballots” production

Dems print extras, not knowing about non-radioaci

isotope watermarks on "official ballots

Military sting operation.

After weeding out all counterfeit ballots, Trump
andslide confirmed

ToRE @TweetWordz - Nov 15
If Scytl admits themselves they tally our votes OUTSIDE the US then how is
there no internet at polling stations? Is that not considered foreign election
interference ?77?



&‘ TOoRE @TweetWordz - 5h
’ Didn't we conduct the usual 10 yrs census?
) Who is DOUBLE voting, VOTING when they shouldn't OR fake ballots being
cast.
Imagine if the THREAD in MONEY was a THREAD in REAL ballots and with a
quick scan we could CHECK if they are REAL ballots. LOLOL

# Registered Projected Votes % Turmout

Nevada

Pennsylvania
Minnesota
North Carolina

Wisconsin
Michigan
Arizona

1,277,000
6,469,000
3,000,000
5,160,000
3,129,000
5,453,000
3,262,000
4,840,000

1,593,143
7,041,672
3,197,528
5,453,943
3,283,532
5,716,581
3,292,705
4,662,728

125%
109%
107%
106%
105%
105%
101%
96%

Georgia
Sources: RealClearPolitics.com and
https://worldpopulationreview.com/state-rankings/number-of-registered-voters-by-state

ORI IN CORRYIN AP AT (A

ToRE Retweeted
esandyes @dcfan_22 - 5h




Donald J. Trump Retweeted

Jim Hoft & @gatewaypundit - 14h
REVEALED: 'Simple Math' Shows Biden Claims 13 MILLION More Votes Than
There Were Eligible Voters Who Voted in 2020 Election @JoeHoft via

ooo0

OFFICE =
PRESIDENT

PRESIDENT ELEC

EALIZED I'M OLD AND
DO WHATEVER | WANT




16:56

< Signal

Nov 18

Trump 232
Biden 227

Contested /79

20 days remain to resolve

The enemy will do everything in their
power to quickly certify fraudulent
votes-Including death threats, doxing,
intimidation.

Americans must do everything in our
power to ensure the integrity of the
election. 117

) S - 4 - 2
T A T N



Millie Weaver ®_ & @Millie_Weaver - Dec 2 000
Woman says she witnessed a man putting whiteout tape on a ballot and that
he was walking around with white out the whole night.

(2 RyMac @theonlyrymac - Dec 1
[ want to go to Church with this lady

M 2

ToRE @TweetWordz - Dec

’, Nuremberg style.
@realDonaldTrump speech last night was a last call for surrender.

N
v

(‘ Jack Burton @JCBerry1980 -

=
R ‘wl\.‘ 1t @ TweetWord>
neplying to @ iweet voraz

)JeC 5

w)

Mil Tribunals coming soon.



Sprezzatura @5prezzaturalO

To those who held the line, who never gave up hope, who knew there wer

cublic MWe give thanks to Almighty God
od . May TRUE free rall like mighty thunder across this land ;

wed by a cleansing rain of peace .

Jameg 1:4 And let endurance have ite perfect recult, co
that you may be perfect and complete, lacking in

’ nothing. v~
T T IRSRSSSN——




